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**com.xiaomi.demo（ 6.1版本）   
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。  
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | com.xiaomi.demo |
| 版本 | 6.1 |
| 包名 | com.xiaomi.catalog |
| 域名线索 | 0条 |
| URL线索 | 0条 |
| APP图标 |  |
| 分析日期 | 2025年7月9日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | 7.apk |
| 文件大小 | 0.35MB |
| MD5值 | d474cde7253c40c661c6ab8f6d4fbdc9 |
| SHA1值 | 45dfc41f0d6b82917bc7d74901df2f927fe99a35 |
| SHA256值 | fbf02797ba8bd9f6a75d40267161d47c5e76dd15e24a2543deb74ac7a0cbd41a |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | com.xiaomi.demo |
| 包名 | com.xiaomi.catalog |
| 主活动Activity |  |
| 安卓版本名称 | 6.1 |
| 安卓版本 | 7 |

## **4. 线索情况**

### **4.1 域名线索**

### **4.2 URL线索**

### **4.3 邮箱线索**

### **4.4 手机号线索**

## **5. 签名证书**

**APK已签名 v1 签名: True v2 签名: True v3 签名: False 找到 1 个唯一证书 主题: C=CN, ST=北京, L=北京市, O=北京小米科技有限责任公司, OU=软件部, CN=YouPin 签名算法: rsassa\_pkcs1v15 有效期自: 2016-12-19 02:44:07+00:00 有效期至: 2046-12-12 02:44:07+00:00 发行人: C=CN, ST=北京, L=北京市, O=北京小米科技有限责任公司, OU=软件部, CN=YouPin 序列号: 0x620facd8 哈希算法: sha256 md5值: bb69e51c4a1ccdfffadf7bd32b964235 sha1值: 7b79a7b8f21652034dcbb0c1c6a43117d49664c7 sha256值: fc6468418b24cd41f32fb46a4a790030f5045aad07833b8d0ac491ecf7437ada sha512值: 8a96175745d041bff25f3ca0520fa92c920fbf7dce16b1002ffa01bcaf5e51584ab8cf28c2247671187679711fa18089bfc385fc08ae46c19de32f036d3e0cfb 公钥算法: rsa 密钥长度: 2048 指纹: 85901a2daa76cae58b755353b7d4ec9df7ef548d41a3a2474cc1aa38a38de319**

## **6. 硬编码敏感信息**

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看 |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看 |  |  |

## **9. 此APP的危险动作**

## **10. 应用内通信**

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**