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**灵缇游戏加速器（ 5.1.1版本）
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | 灵缇游戏加速器 |
| 版本 | 5.1.1 |
| 包名 | com.lingti.android.ns |
| 域名线索 | 54条 |
| URL线索 | 40条 |
| APP图标 |  |
| 分析日期 | 2025年6月16日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | 灵缇NS加速器\_5.1.1\_Apkpure.apk |
| 文件大小 | 21.33MB |
| MD5值 | d36c857f6f0f99e02c0e5a611e8959eb |
| SHA1值 | 96efc8dc58c70b2ebedc463676f8320014b595e7 |
| SHA256值 | f0f54c1c9e1ce624587b26835c69ed0a03caed2043b9a62f5e8a90db92268575 |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | 灵缇游戏加速器 |
| 包名 | com.lingti.android.ns |
| 主活动Activity | com.lingti.android.SplashActivity |
| 安卓版本名称 | 5.1.1 |
| 安卓版本 | 5001001 |

## **4. 线索情况**

### **4.1 域名线索**

| 域名 | 服务器信息 |
| --- | --- |
| weibo.com | IP: 123.125.107.14 所属国家: China 地区: Beijing 城市: Beijing  |
| data-drcn.push.dbankcloud.com | IP: 121.36.117.8 所属国家: China 地区: Beijing 城市: Beijing  |
| open.e.189.cn | IP: 42.123.76.87 所属国家: China 地区: Beijing 城市: Beijing  |
| cn.register.xmpush.xiaomi.com | IP: 123.125.102.39 所属国家: China 地区: Beijing 城市: Beijing  |
| h5.m.taobao.com | IP: 125.39.103.206 所属国家: China 地区: Tianjin 城市: Tianjin  |
| mikepenz.com | IP: 172.67.141.197 所属国家: United States of America 地区: California 城市: San Francisco  |
| e.189.cn | IP: 42.123.76.65 所属国家: China 地区: Beijing 城市: Beijing  |
| 10.38.162.35 | IP: 10.38.162.35 所属国家: - 地区: - 城市: -  |
| crash.163.com | IP: 45.254.50.146 所属国家: China 地区: Guangdong 城市: Guangzhou  |
| mobilegw.alipaydev.com | IP: 110.75.132.131 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| www.xiemala.com | IP: 106.55.217.212 所属国家: China 地区: Beijing 城市: Beijing  |
| schemas.android.com | 没有服务器地理信息.  |
| metrics5.data.hicloud.com | IP: 159.138.203.215 所属国家: Russian Federation 地区: Sverdlovskaya oblast' 城市: Yekaterinburg  |
| lingti-1302055788.cos.ap-guangzhou.myqcloud.com | IP: 36.248.13.180 所属国家: China 地区: Fujian 城市: Fuzhou  |
| loggw-exsdk.alipay.com | IP: 110.76.6.71 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| grs.dbankcloud.asia | IP: 121.36.116.8 所属国家: China 地区: Beijing 城市: Beijing  |
| data-dra.push.dbankcloud.com | IP: 119.8.163.189 所属国家: Singapore 地区: Singapore 城市: Singapore  |
| ye.dun.163yun.com | IP: 59.111.211.178 所属国家: China 地区: Guangdong 城市: Guangzhou  |
| mcgw.alipay.com | IP: 123.125.216.241 所属国家: China 地区: Beijing 城市: Beijing  |
| xml.org | IP: 104.239.240.11 所属国家: United States of America 地区: Texas 城市: Windcrest  |
| mclient.alipay.com | IP: 125.39.43.132 所属国家: China 地区: Tianjin 城市: Tianjin  |
| long.open.weixin.qq.com | IP: 112.65.193.170 所属国家: China 地区: Shanghai 城市: Shanghai  |
| issuetracker.google.com | IP: 172.217.160.78 所属国家: United States of America 地区: California 城市: Mountain View  |
| metrics-dra.dt.hicloud.com | IP: 94.74.88.100 所属国家: Singapore 地区: Singapore 城市: Singapore  |
| render.alipay.com | IP: 125.38.11.193 所属国家: China 地区: Tianjin 城市: Tianjin  |
| grs.platform.dbankcloud.ru | 没有服务器地理信息.  |
| javax.xml.xmlconstants | 没有服务器地理信息.  |
| api-e189.21cn.com | IP: 222.93.106.185 所属国家: China 地区: Jiangsu 城市: Suzhou  |
| lingti666.com | IP: 27.221.71.235 所属国家: China 地区: Shandong 城市: Jinan  |
| ms.zzx9.cn | IP: 123.125.99.31 所属国家: China 地区: Beijing 城市: Beijing  |
| resolver.msg.xiaomi.net | IP: 123.125.102.48 所属国家: China 地区: Beijing 城市: Beijing  |
| xiemala.com | IP: 106.55.217.212 所属国家: China 地区: Beijing 城市: Beijing  |
| metrics5.dt.dbankcloud.ru | IP: 159.138.203.215 所属国家: Russian Federation 地区: Sverdlovskaya oblast' 城市: Yekaterinburg  |
| grs.dbankcloud.cn | IP: 49.4.40.185 所属国家: China 地区: Guangdong 城市: Guangzhou  |
| mpush-api.aliyun.com | IP: 140.205.160.128 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| wap.cmpassport.com | IP: 120.197.235.27 所属国家: China 地区: Guangdong 城市: Guangzhou  |
| lingti.com | IP: 61.54.7.111 所属国家: China 地区: Henan 城市: Anyang  |
| metrics1.data.hicloud.com | IP: 111.202.17.12 所属国家: China 地区: Beijing 城市: Beijing  |
| xmlpull.org | IP: 185.199.108.153 所属国家: United States of America 地区: Pennsylvania 城市: California  |
| c-adash.m.taobao.com | IP: 59.82.39.13 所属国家: China 地区: Shanghai 城市: Shanghai  |
| mobilegw.dl.alipaydev.com | IP: 110.75.132.25 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| grs.dbankcloud.com | IP: 113.201.107.54 所属国家: China 地区: Shaanxi 城市: Baoji  |
| data-drru.push.dbankcloud.com | IP: 159.138.202.31 所属国家: Russian Federation 地区: Sverdlovskaya oblast' 城市: Yekaterinburg  |
| mobilegw.alipay.com | IP: 203.209.245.129 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| grs.dbankcloud.eu | 没有服务器地理信息.  |
| metrics2.data.hicloud.com | IP: 80.158.38.48 所属国家: Germany 地区: Schleswig-Holstein 城市: Kiel  |
| space.bilibili.com | IP: 221.15.71.64 所属国家: China 地区: Henan 城市: Luoyang  |
| github.com | IP: 20.205.243.166 所属国家: Singapore 地区: Singapore 城市: Singapore  |
| open.weixin.qq.com | IP: 223.167.82.219 所属国家: China 地区: Shanghai 城市: Shanghai  |
| mobilegwpre.alipay.com | IP: 110.75.138.35 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| data-dre.push.dbankcloud.com | IP: 80.158.49.244 所属国家: Germany 地区: Schleswig-Holstein 城市: Kiel  |
| opencloud.wostore.cn | IP: 210.22.123.92 所属国家: China 地区: Shanghai 城市: Shanghai  |
| adash.m.taobao.com | IP: 59.82.39.13 所属国家: China 地区: Shanghai 城市: Shanghai  |
| wappaygw.alipay.com | IP: 123.125.216.241 所属国家: China 地区: Beijing 城市: Beijing  |

### **4.2 URL线索**

| URL信息 | Url所在文件 |
| --- | --- |
| https://open.e.189.cn/openapi/special/getTimeStamp.do  | cn/com/chinatelecom/account/api/e/h.java  |
| https://api-e189.21cn.com/gw/client/accountMsg.do  | cn/com/chinatelecom/account/api/e/h.java  |
| http://adash.m.taobao.com/rest/abtest  | com/alibaba/sdk/android/tbrest/rest/RestConstants.java  |
| http://c-adash.m.taobao.com/rest/gc  | com/alibaba/sdk/android/tbrest/rest/RestConstants.java  |
| http://adash.m.taobao.com/rest/sur  | com/alibaba/sdk/android/tbrest/rest/RestConstants.java  |
| https://mobilegwpre.alipay.com/mgw.htm  | com/alipay/apmobilesecuritysdk/b/a.java  |
| https://mobilegw.alipay.com/mgw.htm  | com/alipay/apmobilesecuritysdk/b/a.java  |
| https://render.alipay.com/p/s/i?scheme=%s  | com/alipay/sdk/app/OpenAuthTask.java  |
| https://wappaygw.alipay.com/service/rest.htm  | com/alipay/sdk/app/PayTask.java  |
| http://wappaygw.alipay.com/service/rest.htm  | com/alipay/sdk/app/PayTask.java  |
| https://mclient.alipay.com/service/rest.htm  | com/alipay/sdk/app/PayTask.java  |
| http://mclient.alipay.com/service/rest.htm  | com/alipay/sdk/app/PayTask.java  |
| https://mclient.alipay.com/home/exterfaceAssign.htm  | com/alipay/sdk/app/PayTask.java  |
| http://mclient.alipay.com/home/exterfaceAssign.htm  | com/alipay/sdk/app/PayTask.java  |
| https://mclient.alipay.com/cashier/mobilepay.htm  | com/alipay/sdk/app/PayTask.java  |
| http://mclient.alipay.com/cashier/mobilepay.htm  | com/alipay/sdk/app/PayTask.java  |
| https://mobilegw.alipay.com/mgw.htm  | com/alipay/sdk/m/l/a.java  |
| https://mobilegw.alipaydev.com/mgw.htm  | com/alipay/sdk/m/l/a.java  |
| https://mobilegw.dl.alipaydev.com/mgw.htm  | com/alipay/sdk/m/l/a.java  |
| https://mcgw.alipay.com/sdklog.do  | com/alipay/sdk/m/l/a.java  |
| https://loggw-exsdk.alipay.com/loggw/logUpload.do  | com/alipay/sdk/m/l/a.java  |
| https://wappaygw.alipay.com/home/exterfaceAssign.htm?  | com/alipay/sdk/m/l/a.java  |
| https://mclient.alipay.com/home/exterfaceAssign.htm?  | com/alipay/sdk/m/l/a.java  |
| https://h5.m.taobao.com/mlapp/olist.html  | com/alipay/sdk/m/m/a.java  |
| http://wap.cmpassport.com/resources/html/contract.html  | com/cmic/sso/sdk/view/LoginAuthActivity.java  |
| https://e.189.cn/sdk/agreement/detail.do?hidetop=true  | com/cmic/sso/sdk/view/LoginAuthActivity.java  |
| https://opencloud.wostore.cn/authz/resource/html/disclaimer.html?fromsdk=true  | com/cmic/sso/sdk/view/LoginAuthActivity.java  |
| https://github.com/evernote/android-job/wiki/FAQ  | com/evernote/android/job/j.java  |
| http://javax.xml.XMLConstants/feature/secure-processing  | com/fasterxml/jackson/databind/ext/DOMDeserializer.java  |
| http://xml.org/sax/features/namespaces  | com/huawei/secure/android/common/xml/SAXParserFactorySecurity.java  |
| http://xml.org/sax/features/namespace-prefixes  | com/huawei/secure/android/common/xml/SAXParserFactorySecurity.java  |
| http://xml.org/sax/features/validation  | com/huawei/secure/android/common/xml/SAXParserFactorySecurity.java  |
| http://xml.org/sax/features/external-general-entities  | com/huawei/secure/android/common/xml/SAXParserFactorySecurity.java  |
| http://xml.org/sax/features/external-parameter-entities  | com/huawei/secure/android/common/xml/SAXParserFactorySecurity.java  |
| http://xml.org/sax/features/string-interning  | com/huawei/secure/android/common/xml/SAXParserFactorySecurity.java  |
| http://xml.org/sax/features/namespaces  | com/huawei/secure/android/common/xml/DocumentBuilderFactorySecurity.java  |
| http://xml.org/sax/features/validation  | com/huawei/secure/android/common/xml/DocumentBuilderFactorySecurity.java  |
| http://xmlpull.org/v1/doc/features.html  | com/huawei/secure/android/common/xml/XmlPullParserFactorySecurity.java  |
| https://xiemala.com/s/UNJVpV  | com/lingti/android/AboutActivity.java  |
| https://lingti.com  | com/lingti/android/AboutActivity.java  |
| https://weibo.com/p/1006067208683661  | com/lingti/android/AboutActivity.java  |
| https://space.bilibili.com/69848176  | com/lingti/android/AboutActivity.java  |
| https://xiemala.com/s/dAFHpz  | com/lingti/android/PaymentActivity.java  |
| https://xiemala.com/s/eToljA  | com/lingti/android/PaymentActivity.java  |
| https://lingti666.com  | com/lingti/android/ShareActivity.java  |
| https://lingti.com  | com/lingti/android/f.java  |
| https://crash.163.com/uploadCrashLogInfo.do  | com/netease/nis/basesdk/crash/BaseJavaCrashHandler.java  |
| https://crash.163.com/client/api/uploadStartUpInfo.do  | com/netease/nis/basesdk/crash/BaseJavaCrashHandler.java  |
| https://ye.dun.163yun.com/v1/preCheck  | com/netease/nis/quicklogin/QuickLogin.java  |
| https://ye.dun.163yun.com/v1/oneclick/preCheck  | com/netease/nis/quicklogin/QuickLogin.java  |
| https://ye.dun.163yun.com/v2/collect  | com/netease/nis/quicklogin/utils/a.java  |
| https://mpush-api.aliyun.com/v2.0/a/audid/req/  | com/ta/a/b/h.java  |
| https://[  | com/taobao/accs/net/w.java  |
| https://open.weixin.qq.com/connect/sdk/qrconnect?appid=%s&noncestr=%s&timestamp=%s&scope=%s&signature=%s  | com/tencent/mm/opensdk/diffdev/a/b.java  |
| https://long.open.weixin.qq.com/connect/l/qrconnect?f=json&uuid=%s  | com/tencent/mm/opensdk/diffdev/a/c.java  |
| https://%1$s/gslb/?ver=5.0  | com/xiaomi/push/dd.java  |
| http://xmlpull.org/v1/doc/features.html  | com/xiaomi/push/hh.java  |
| http://xmlpull.org/v1/doc/features.html  | com/xiaomi/push/hz.java  |
| http://xmlpull.org/v1/doc/features.html  | com/xiaomi/push/gv.java  |
| http://xmlpull.org/v1/doc/features.html  | com/xiaomi/push/ia.java  |
| https://resolver.msg.xiaomi.net/psc/?t=a  | com/xiaomi/push/service/bx.java  |
| http://10.38.162.35:9085  | com/xiaomi/push/service/v.java  |
| https://cn.register.xmpush.xiaomi.com  | com/xiaomi/push/service/v.java  |
| https://ms.zzx9.cn/html/oauth/protocol2.html  | o6/a.java  |
| https://wap.cmpassport.com/resources/html/contract.html  | o6/a.java  |
| https://e.189.cn/sdk/agreement/content.do?type=main&appKey=&hidetop=true  | o6/a.java  |
| https://issuetracker.google.com/issues/new?component=907884&template=1466542  | t0/m.java  |
| https://lingti.com/shop?token=  | u5/h.java  |
| http://schemas.android.com/apk/res/android  | y/g.java  |
| https://lingti-1302055788.cos.ap-guangzhou.myqcloud.com/server\_hosts  | z5/e0.java  |
| https://xiemala.com/s/dAFHpz  | Mogua Engine V1  |
| https://xiemala.com/s/UNJVpV  | Mogua Engine V1  |
| https://xiemala.com/s/9ayu70  | Mogua Engine V1  |
| https://www.xiemala.com/s/4dOZO6  | Mogua Engine V1  |
| http://mikepenz.com/  | Mogua Engine V1  |
| https://github.com/mikepenz/Android-Iconics  | Mogua Engine V1  |
| https://github.com/mikepenz/FastAdapter  | Mogua Engine V1  |
| https://github.com/mikepenz/MaterialDrawer  | Mogua Engine V1  |
| https://github.com/mikepenz/Materialize  | Mogua Engine V1  |
| https://data-drcn.push.dbankcloud.com  | Mogua Engine V2  |
| https://data-dra.push.dbankcloud.com  | Mogua Engine V2  |
| https://data-dre.push.dbankcloud.com  | Mogua Engine V2  |
| https://data-drru.push.dbankcloud.com  | Mogua Engine V2  |
| https://metrics1.data.hicloud.com:6447  | Mogua Engine V2  |
| https://metrics-dra.dt.hicloud.com:6447  | Mogua Engine V2  |
| https://metrics2.data.hicloud.com:6447  | Mogua Engine V2  |
| https://metrics5.data.hicloud.com:6447  | Mogua Engine V2  |
| https://metrics5.dt.dbankcloud.ru:6447  | Mogua Engine V2  |
| https://grs.dbankcloud.com  | Mogua Engine V2  |
| https://grs.dbankcloud.cn  | Mogua Engine V2  |
| https://grs.dbankcloud.asia  | Mogua Engine V2  |
| https://grs.platform.dbankcloud.ru  | Mogua Engine V2  |
| https://grs.dbankcloud.eu  | Mogua Engine V2  |

### **4.3 邮箱线索**

### **4.4 手机号线索**

## **5. 签名证书**

**APK已签名 v1 签名: True v2 签名: True v3 签名: False 找到 1 个唯一证书 主题: CN=lingti 签名算法: rsassa\_pkcs1v15 有效期自: 2019-08-29 06:49:42+00:00 有效期至: 2119-08-05 06:49:42+00:00 发行人: CN=lingti 序列号: 0x6e481766 哈希算法: sha256 md5值: d06db6f2029bae8663b28bcf0a78b84f sha1值: 27dbe60355b5a268c930a08eb06c0826b12e663a sha256值: e5b7d2eaf7a066e9ec740bb1e0aaa4261ccc91c778b04775e049b1aea69df5d5 sha512值: 9f498f764cc48150985155d43968aa0c02bbf24c423ba079b3e8057087750dad755e2c54c4bb33efee163be92c650b58f8180128ad1547833b54773afc4fcc6e 公钥算法: rsa 密钥长度: 2048 指纹: 1fa055ed63db061872b3678ccb90cab6356363371ef3df41544d3577e1933346**

## **6. 硬编码敏感信息**

| 可能的敏感信息 |
| --- |
| "broadband\_password" : "宽带密码"  |
| "cd\_key" : "兑换时长"  |
| "check\_hotspot\_name\_and\_pwd" : "请检查热点名称和密码是否正确"  |
| "complete\_following\_authorizations" : "完成以下授权，开启翻译器"  |
| "find\_password" : "找回密码"  |
| "ic\_user" : ""  |
| "incorrect\_account\_or\_password" : "账户或密码不正确"  |
| "incorrect\_password" : "密码格式不正确，需至少6位字符，且含至少1位字母和数字"  |
| "input\_router\_password" : "请输入路由器登录密码"  |
| "input\_username" : "请输入灵缇账号"  |
| "library\_AndroidIconics\_author" : "Mike Penz"  |
| "library\_AndroidIconics\_authorWebsite" : "http://mikepenz.com/"  |
| "library\_fastadapter\_author" : "Mike Penz"  |
| "library\_fastadapter\_authorWebsite" : "http://mikepenz.com/"  |
| "library\_materialdrawer\_author" : "Mike Penz"  |
| "library\_materialdrawer\_authorWebsite" : "http://mikepenz.com/"  |
| "library\_materialize\_author" : "Mike Penz"  |
| "library\_materialize\_authorWebsite" : "http://mikepenz.com/"  |
| "lingTi\_user" : "《会员服务协议》"  |
| "password" : "密码"  |
| "private\_matter" : "加速稳定设置"  |
| "private\_matter\_background\_no\_limit" : "选择后台「无限制」"  |
| "private\_matter\_background\_no\_limit\_content" : "选择后台配置为无限制，以便我们能够更准确的为您提供加速服务。"  |
| "private\_matter\_has\_setted" : "已设置"  |
| "private\_matter\_high\_power\_cost\_content" : "在进行加速的过程中，应用需要一直在后台运行。建议您在手机管家中点击「电池管理」->「后台高耗电」，打开%s的开关，以便我们更好的服务。"  |
| "private\_matter\_high\_power\_cost\_title" : "允许「后台高耗电」"  |
| "private\_matter\_high\_power\_set\_detail1" : "设置->应用与权限（更多设置）->权限管理->权限->自启动->打开%s开关"  |
| "private\_matter\_high\_power\_set\_detail2" : "设置->后台高耗电->打开%s开关"  |
| "private\_matter\_huawei\_set\_detail" : "设置->应用->应用启动管理->关闭%s开关->打开允许自启动、允许关联启动、允许后台活动"  |
| "private\_matter\_introduce\_title" : "为了更好的加速效果，建议您进行如下操作"  |
| "private\_matter\_not\_support" : "当前手机不支持该方式"  |
| "private\_matter\_oppo\_set\_detail" : "1.自启动：设置->应用管理->自启动管理->打开%1$s开关(如果找不到，可以在「应用列表」->「应用详情」页面看到该开关) 2.耗电保护：设置->应用管理->应用列表->点击%2$s->耗电保护->允许后台运行"  |
| "private\_matter\_other\_phone\_set\_detail" : "通用设置： 1.设置->应用列表->点击%1$s，在详情页面如果有自启动、高耗电、允许后台运行、后台限制策略等相关内容，请打开开关或者选择无限制后台运行。 2.打开%2$s，点击 “最近任务界面”，一般是点击手机右下角的按钮，找到%3$s软件界面，如果右上角将出现一个 “小锁头” 的图标，请点击锁定。"  |
| "private\_matter\_set" : "加速稳定"  |
| "private\_matter\_xiaomi\_set\_detail1" : "设置->(应用设置)->授权管理->自启动管理->打开%s开关。"  |
| "private\_matter\_xiaomi\_set\_detail2" : "设置->(应用设置)->应用管理->%s->省电策略->选择无限制。"  |
| "pwd\_length\_can\_not\_less\_than\_8" : "密码长度不能少于8位"  |
| "router\_pwd" : "路由器登录密码："  |
| "router\_username" : "路由器登录名："  |
| "umcsdk\_oauth\_version\_name" : "v1.4.1"  |

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看  |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看  |  |  |

## **9. 此APP的危险动作**

| 向手机申请的权限 | 是否危险 | 类型  | 详细情况 |
| --- | --- | --- | --- |
| android.permission.ACCESS\_FINE\_LOCATION | 危险 | 精细定位（GPS） | 访问精细位置源,例如手机上的全球定位系统,如果可用。恶意应用程序可以使用它来确定您的位置,并可能消耗额外的电池电量 |
| android.permission.ACCESS\_COARSE\_LOCATION | 危险 | 粗定位 | 访问粗略位置源,例如移动网络数据库,以确定大概的电话位置（如果可用）。恶意应用程序可以使用它来确定您的大致位置 |
| android.permission.ACCESS\_NETWORK\_STATE | 正常 | 查看网络状态 | 允许应用程序查看所有网络的状态 |
| android.permission.ACCESS\_WIFI\_STATE | 正常 | 查看Wi-Fi状态 | 允许应用程序查看有关 Wi-Fi 状态的信息 |
| android.permission.CHANGE\_WIFI\_STATE | 正常 | 更改Wi-Fi状态 | 允许应用程序连接和断开 Wi-Fi 接入点,并对配置的 Wi-Fi 网络进行更改 |
| android.permission.CHANGE\_NETWORK\_STATE | 正常 | 更改网络连接 | 允许应用程序更改网络连接状态。 |
| android.permission.INTERNET | 正常 | 互联网接入 | 允许应用程序创建网络套接字 |
| android.permission.NFC | 正常 | 控制近场通信 | 允许应用程序与近场通信 (NFC) 标签,卡和读卡器进行通信 |
| android.permission.READ\_PHONE\_STATE | 危险 | 读取电话状态和身份 | 允许应用访问设备的电话功能。具有此权限的应用程序可以确定此电话的电话号码和序列号,呼叫是否处于活动状态,呼叫所连接的号码等 |
| android.permission.READ\_EXTERNAL\_STORAGE | 危险 | 读取外部存储器内容 | 允许应用程序从外部存储读取 |
| android.permission.WRITE\_EXTERNAL\_STORAGE | 危险 | 读取/修改/删除外部存储内容 | 允许应用程序写入外部存储 |
| android.permission.REQUEST\_INSTALL\_PACKAGES | 危险 | 允许应用程序请求安装包。 | 恶意应用程序可以利用它来尝试诱骗用户安装其他恶意软件包。 |
| android.permission.REQUEST\_IGNORE\_BATTERY\_OPTIMIZATIONS | 正常 |  | 应用程序必须持有的权限才能使用 Settings.ACTION\_REQUEST\_IGNORE\_BATTERY\_OPTIMIZATIONS。 |
| android.permission.SYSTEM\_OVERLAY\_WINDOW | 未知 | Unknown permission | Unknown permission from android reference |
| android.permission.SYSTEM\_ALERT\_WINDOW | 危险 | 显示系统级警报 | 允许应用程序显示系统警报窗口。恶意应用程序可以接管手机的整个屏幕 |
| android.permission.CAMERA | 危险 | 拍照和录像 | 允许应用程序用相机拍照和录像。这允许应用程序收集相机随时看到的图像 |
| android.permission.CAMERA2 | 未知 | Unknown permission | Unknown permission from android reference |
| android.permission.PACKAGE\_USAGE\_STATS | 合法 | 更新组件使用统计 | 允许修改收集的组件使用统计。不供普通应用程序使用 |
| android.permission.VIBRATE | 正常 | 可控震源 | 允许应用程序控制振动器 |
| android.permission.GET\_TASKS | 危险 | 检索正在运行的应用程序 | 允许应用程序检索有关当前和最近运行的任务的信息。可能允许恶意应用程序发现有关其他应用程序的私人信息 |
| android.permission.QUERY\_ALL\_PACKAGES | 正常 |  | 允许查询设备上的任何普通应用程序,无论清单声明如何 |
| android.permission.FOREGROUND\_SERVICE | 正常 |  | 允许常规应用程序使用 Service.startForeground。 |
| android.permission.WAKE\_LOCK | 正常 | 防止手机睡眠  | 允许应用程序防止手机进入睡眠状态 |
| android.permission.RECEIVE\_BOOT\_COMPLETED | 正常 | 开机时自动启动 | 允许应用程序在系统完成启动后立即启动。这可能会使启动手机需要更长的时间,并允许应用程序通过始终运行来减慢整个手机的速度 |
| com.lingti.android.ns.permission.MIPUSH\_RECEIVE | 未知 | Unknown permission | Unknown permission from android reference |
| com.coloros.mcs.permission.RECIEVE\_MCS\_MESSAGE | 未知 | Unknown permission | Unknown permission from android reference |
| com.heytap.mcs.permission.RECIEVE\_MCS\_MESSAGE | 未知 | Unknown permission | Unknown permission from android reference |
| android.permission.REORDER\_TASKS | 正常 | 重新排序正在运行的应用程序 | 允许应用程序将任务移动到前台和后台。恶意应用程序可以在不受您控制的情况下将自己强加于前 |
| com.lingti.android.ns.AGOO | 未知 | Unknown permission | Unknown permission from android reference |
| com.lingti.android.ns.permission.PROCESS\_PUSH\_MSG | 未知 | Unknown permission | Unknown permission from android reference |
| com.lingti.android.ns.permission.PUSH\_PROVIDER | 未知 | Unknown permission | Unknown permission from android reference |
| android.permission.POST\_NOTIFICATIONS | 未知 | Unknown permission | Unknown permission from android reference |
| com.lingti.android.ns.ACCS | 未知 | Unknown permission | Unknown permission from android reference |

## **10. 应用内通信**

| 活动(ACTIVITY) | 通信(INTENT) |
| --- | --- |
| com.lingti.android.SplashActivity | **Schemes**: lingti://,  |

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**