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**大发彩票（ 2.2.2版本）
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | 大发彩票 |
| 版本 | 2.2.2 |
| 包名 | 14203533wczq.apk |
| 域名线索 | 49条 |
| URL线索 | 19条 |
| APP图标 |  |
| 分析日期 | 2025年8月6日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | 14203533wczq.apk |
| 文件大小 | 9.91MB |
| MD5值 | c9b8dc81d1d429cdcbfe6d72779e263a |
| SHA1值 | ec48428d03700e897fe388087bbfc1dc1d8ab7b5 |
| SHA256值 | 3bb3bcd83f09f759ce4da95b033c8bb61da083cc885cd07189a5df3d2a87dba9 |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | 大发彩票 |
| 包名 | 14203533wczq.apk |
| 主活动Activity | [] |
| 安卓版本名称 | 2.2.2 |
| 安卓版本 | 2 |

## **4. 线索情况**

### **4.1 域名线索**

| 域名 | 服务器信息 |
| --- | --- |
| ce7ce9c885b5c04b6771ea454e096946.dd.cdntips.com | IP: 223.111.243.35 所属国家: China 地区: Jiangsu 城市: Suzhou  |
| m.alipay.com | IP: 203.209.245.120 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| mclient.alipay.com | IP: 27.128.221.244 所属国家: China 地区: Hebei 城市: Langfang  |
| www.jd.com | IP: 111.225.218.3 所属国家: China 地区: Hebei 城市: Langfang  |
| mobilegw.alipaydev.com | IP: 110.75.132.131 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| m.taobao.com | IP: 220.181.135.168 所属国家: China 地区: Beijing 城市: Beijing  |
| schemas.android.com | 没有服务器地理信息.  |
| 183.235.254.177 | IP: 183.235.254.177 所属国家: China 地区: Guangdong 城市: Guangzhou  |
| www.163.com | IP: 42.81.101.119 所属国家: China 地区: Tianjin 城市: Tianjin  |
| imtt.dd.qq.com | IP: 119.167.249.199 所属国家: China 地区: Shandong 城市: Qingdao  |
| h5.m.taobao.com | IP: 220.181.135.168 所属国家: China 地区: Beijing 城市: Beijing  |
| paygate-yf.meituan.com | IP: 103.37.152.89 所属国家: China 地区: Beijing 城市: Beijing  |
| mc.vip.qq.com | IP: 175.27.9.18 所属国家: China 地区: Beijing 城市: Beijing  |
| p19.qhimg.com | IP: 101.199.113.116 所属国家: China 地区: Beijing 城市: Beijing  |
| android.bugly.qq.com | IP: 109.244.244.137 所属国家: China 地区: Beijing 城市: Beijing  |
| 3e25603914f997244c41c1ed7fbedfb5.dd.cdntips.com | IP: 183.216.179.44 所属国家: China 地区: Jiangxi 城市: Nanchang  |
| mobilegw.alipay.com | IP: 203.209.255.248 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| wappaygw.alipay.com | IP: 106.119.193.208 所属国家: China 地区: Hebei 城市: Tangshan  |
| h.trace.qq.com | IP: 109.244.244.241 所属国家: China 地区: Beijing 城市: Beijing  |
| astat.bugly.cros.wr.pvp.net | IP: 170.106.135.32 所属国家: United States of America 地区: California 城市: San Francisco  |
| d71329e5c0be6cdc2b46d0df2b4bd841.dd.cdntips.com | IP: 203.205.158.67 所属国家: China 地区: Guangdong 城市: Shenzhen  |
| m.mogujie.com | IP: 212.64.117.182 所属国家: China 地区: Beijing 城市: Beijing  |
| www.baidu.com | IP: 110.242.68.3 所属国家: China 地区: Hebei 城市: Baoding  |
| wxz.myapp.com | IP: 0.0.0.1 所属国家: - 地区: - 城市: -  |
| 6b7e49d6fab5c817409329478a000160.dd.cdntips.com | IP: 183.240.119.157 所属国家: China 地区: Guangdong 城市: Guangzhou  |
| fb187cdbcc69278c9f1e6ce8e7257596.dd.cdntips.com | IP: 120.241.30.147 所属国家: China 地区: Guangdong 城市: Shenzhen  |
| mobilegw-1-64.test.alipay.net | 没有服务器地理信息.  |
| p15.qhimg.com | IP: 219.132.77.217 所属国家: China 地区: Guangdong 城市: Zhanjiang  |
| shouji.360tpcdn.com | IP: 36.110.233.48 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| p18.qhimg.com | IP: 119.96.18.233 所属国家: China 地区: Hubei 城市: Wuhan  |
| f437b8a1a8be40951a91f58666e659d0.dd.cdntips.com | IP: 112.29.151.145 所属国家: China 地区: Anhui 城市: Hefei  |
| pp.myapp.com | IP: 60.220.213.189 所属国家: China 地区: Shanxi 城市: Taiyuan  |
| android.myapp.com | IP: 109.244.244.91 所属国家: China 地区: Beijing 城市: Beijing  |
| www.wandoujia.com | IP: 203.119.175.233 所属国家: China 地区: Beijing 城市: Beijing  |
| 819765.com | IP: 52.184.97.106 所属国家: Hong Kong 地区: Hong Kong 城市: Hong Kong  |
| astat.bugly.qcloud.com | IP: 119.28.121.133 所属国家: Singapore 地区: Singapore 城市: Singapore  |
| m.youku.com | IP: 106.11.40.57 所属国家: China 地区: Zhejiang 城市: Hangzhou  |
| 11473001bb572df6cb60e7e0821a4586.dd.cdntips.com | IP: 223.82.245.17 所属国家: China 地区: Jiangxi 城市: Fuzhou  |
| mcgw.alipay.com | IP: 106.119.193.208 所属国家: China 地区: Hebei 城市: Tangshan  |
| map.baidu.com | IP: 111.206.208.32 所属国家: China 地区: Beijing 城市: Beijing  |
| e2983106ebfb9f560ff3a8e230faa981.dd.cdntips.com | IP: 183.214.42.156 所属国家: China 地区: Hunan 城市: Shaoyang  |
| mobilegw.aaa.alipay.net | 没有服务器地理信息.  |
| m.jd.com | IP: 106.39.169.232 所属国家: China 地区: Beijing 城市: Beijing  |
| a46fefcd092f5f917ed1ee349b85d3b7.dd.cdntips.com | IP: 223.82.245.23 所属国家: China 地区: Jiangxi 城市: Fuzhou  |
| m.v.qq.com | IP: 220.194.122.47 所属国家: China 地区: Tianjin 城市: Tianjin  |
| m.vip.com | IP: 14.119.64.134 所属国家: China 地区: Guangdong 城市: Maoming  |
| www.httpwatch.com | IP: 191.236.16.12 所属国家: United States of America 地区: Virginia 城市: Washington  |
| mobilegw.stable.alipay.net | 没有服务器地理信息.  |
| www.unkownwebsiteblog.me | IP: 103.224.212.219 所属国家: Australia 地区: Victoria 城市: Beaumaris  |

### **4.2 URL线索**

| URL信息 | Url所在文件 |
| --- | --- |
| https://paygate-yf.meituan.com/paygate/notify/alipay/paynotify/simple\  | rb/C0587a.java  |
| http://h5.m.taobao.com/trade/paySuccess.html?bizOrderId=$OrderId$&  | Za/a.java  |
| https://mcgw.alipay.com/sdklog.do  | cb/c.java  |
| http://schemas.android.com/apk/res/android  | fa/j.java  |
| http://p18.qhimg.com/dr/72\_\_/t0111cb71dabfd83b21.png  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://d71329e5c0be6cdc2b46d0df2b4bd841.dd.cdntips.com/imtt.dd.qq.com/16891/apk/06AB1F5B0A51BEFD859B2B0D6B9ED9D9.apk?mkey=5d47b9f223f7bc0d&f=1806&fsname=com.tencent.mobileqq\_8.1.0\_1232.apk&csr=1bbd&cip=35.247.154.248&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://p18.qhimg.com/dr/72\_\_/t01a16bcd9acd07d029.png  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://shouji.360tpcdn.com/170919/e7f5386759129f378731520a4c953213/com.eg.android.AlipayGphone\_115.apk  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://p19.qhimg.com/dr/72\_\_/t01195d02b486ef8ebe.png  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://shouji.360tpcdn.com/170919/9f1c0f93a445d7d788519f38fdb3de77/com.UCMobile\_704.apk  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://p18.qhimg.com/dr/72\_\_/t01ed14e0ab1a768377.png  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://shouji.360tpcdn.com/170918/f7aa8587561e4031553316ada312ab38/com.tencent.qqlive\_13049.apk  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://p15.qhimg.com/dr/72\_\_/t013d31024ae54d9c35.png  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://shouji.360tpcdn.com/170918/93d1695d87df5a0c0002058afc0361f1/com.ss.android.article.news\_636.apk  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_5848\_1565090584/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://imtt.dd.qq.com/16891/myapp/channel\_78665107\_1000047\_48e7227d3afeb842447c73c4b7af2509.apk?hsr=5848  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_52396134\_1563435176/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://wxz.myapp.com/16891/apk/66339C385B32951E838F89AFDBB8AFBF.apk?fsname=com.wangjiang.fjya\_5.6.3\_98.apk&hsr=4d5s  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_52728407\_1565231751/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://imtt.dd.qq.com/16891/myapp/channel\_78665107\_1000047\_48e7227d3afeb842447c73c4b7af2509.apk?hsr=5848&fsname=YYB.998886.dad220fda3959275efcb77f06835b974.1000047.apk  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_12097212\_1555095310/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://183.235.254.177/cache/112.29.208.41/imtt.dd.qq.com/16891/myapp/channel\_78665107\_1000047\_48e7227d3afeb842447c73c4b7af2509.apk?mkey=5d5016b578e7f75c&f=184b&hsr=5848&fsname=YYB.998886.2e4a1c0f5a55b75a2e7a10c0b53a3491.1000047.apk&cip=120.231.209.169&proto=http&ich\_args2=6-11231103023581\_c2af2d3056e749ee2654202c210b6535\_10004303\_9c896229d2c0f7d3903d518939a83798\_e03b546f591096a2b6182b487572fb16  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_10427994\_1565164413/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://wxz.myapp.com/16891/apk/14004450452AC52D15749001DBD0E4EA.apk?fsname=com.market2345\_7.0\_115.apk&hsr=4d5s  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_pic2/0/shot\_12170461\_3\_1564367665/550  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://fb187cdbcc69278c9f1e6ce8e7257596.dd.cdntips.com/wxz.myapp.com/16891/apk/B505BB2B5D831592D5E190BAD5E66CCA.apk?mkey=5d50161b78e7f75c&f=1026&fsname=audaque.SuiShouJie\_4.11.11\_49.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_pic2/0/shot\_52835037\_1\_1564713577/550  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://6b7e49d6fab5c817409329478a000160.dd.cdntips.com/wxz.myapp.com/16891/apk/C721DE2D7E4538772FA98C1E9830F92F.apk?mkey=5d5017df78e7f75c&f=9870&fsname=com.qingclass.jgdc\_2.0.4\_9.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_pic2/0/shot\_52499136\_3\_1561616032/550  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://fb187cdbcc69278c9f1e6ce8e7257596.dd.cdntips.com/wxz.myapp.com/16891/5571F5786B8E9F15058BE615B419A28B.apk?mkey=5d50176c78e7f75c&f=8ea4&fsname=com.bangbangce.mm\_4.1.4\_3104.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_pic2/0/shot\_42330202\_2\_1564649857/550  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://3e25603914f997244c41c1ed7fbedfb5.dd.cdntips.com/wxz.myapp.com/16891/apk/7AADD4A8C9D404FB97378EA3CA2E69E6.apk?mkey=5d50172c78e7f75c&f=184b&fsname=com.yeer.sdzj\_3.2.8\_328.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_pic2/0/shot\_52471681\_2\_1565161792/550  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://f437b8a1a8be40951a91f58666e659d0.dd.cdntips.com/wxz.myapp.com/16891/apk/B1C6CC0DB7D412DA47A3A446E28D9C09.apk?mkey=5d5014fb78e7f75c&f=24c5&fsname=com.hnzycfc.zyxj\_3.0.1\_52.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_12216213\_1564373730/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://f437b8a1a8be40951a91f58666e659d0.dd.cdntips.com/wxz.myapp.com/16891/apk/FA29D09A6CD550DCBEBC1D89EA392109.apk?mkey=5d5014b478e7f75c&f=1849&fsname=com.hpbr.directhires\_4.31\_403010.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_42320744\_1564583832/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://11473001bb572df6cb60e7e0821a4586.dd.cdntips.com/wxz.myapp.com/16891/apk/4AA997287EEA4A96C2DFD97CEE0180AD.apk?mkey=5d50148f78e7f75c&f=24c5&fsname=com.ciyun.oneshop\_7.07\_69.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_53268261\_1564479560/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://ce7ce9c885b5c04b6771ea454e096946.dd.cdntips.com/wxz.myapp.com/16891/apk/AAB98D7BDAFB390FA4D37F6CBD910992.apk?mkey=5d50142d78e7f75c&f=07b4&fsname=com.kaitai.bdxa\_5.6.3\_98.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_42379225\_1564124706/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://e2983106ebfb9f560ff3a8e230faa981.dd.cdntips.com/wxz.myapp.com/16891/apk/DEB654116EC627ABA4DB12A6E777EAAD.apk?mkey=5d5015d578e7f75c&f=1026&fsname=com.qihoo.loan\_1.5.4\_213.apk&hsr=4d5s&cip=120.231.209.169&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_5080\_1564463763/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://shouji.360tpcdn.com/170901/ec1eaad9d0108b30d8bd602da9954bb7/com.taobao.taobao\_161.apk  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| http://www.httpwatch.com/httpgallery/chunked/chunkedimage.aspx?0.04400023248109086  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://pp.myapp.com/ma\_icon/0/icon\_10472625\_1555686747/96  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://a46fefcd092f5f917ed1ee349b85d3b7.dd.cdntips.com/wxz.myapp.com/16891/F9B7FA7EC195FC453AE9082F826E6B28.apk?mkey=5d4c6bdc78e5058d&f=1806&fsname=com.tiange.hz.paopao8\_4.4.1\_441.apk&hsr=4d5s&cip=120.229.35.120&proto=https  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |
| https://m.vip.com/?source=www&jump\_https=1  | com/just/agentweb/sample/activity/CommonActivity.java  |
| http://android.myapp.com/  | com/just/agentweb/sample/activity/CommonActivity.java  |
| http://m.youku.com/video/id\_XODEzMjU1MTI4.html  | com/just/agentweb/sample/activity/CommonActivity.java  |
| https://m.taobao.com/?sprefer=sypc00  | com/just/agentweb/sample/activity/CommonActivity.java  |
| http://www.wandoujia.com/apps  | com/just/agentweb/sample/activity/CommonActivity.java  |
| http://m.mogujie.com/?f=mgjlm&ptp=\_qd.\_cps\_\_\_\_\_\_3069826.152.1.0  | com/just/agentweb/sample/activity/CommonActivity.java  |
| http://www.163.com/  | com/just/agentweb/sample/activity/CommonActivity.java  |
| https://map.baidu.com/mobile/webapp/index/index/  | com/just/agentweb/sample/activity/CommonActivity.java  |
| http://mc.vip.qq.com/demo/indexv3  | com/just/agentweb/sample/activity/CommonActivity.java  |
| https://m.jd.com/  | com/just/agentweb/sample/activity/BaseWebActivity.java  |
| https://m.vip.com/?source=www&jump\_https=1  | com/just/agentweb/sample/activity/MainActivity.java  |
| https://www.baidu.com/  | com/just/agentweb/sample/activity/EasyWebActivity.java  |
| http://m.jd.com/  | com/just/agentweb/sample/activity/AutoHidenToolbarActivity.java  |
| http://www.unkownwebsiteblog.me  | com/just/agentweb/sample/fragment/AgentWebFragment.java  |
| http://www.jd.com/  | com/just/agentweb/sample/fragment/AgentWebFragment.java  |
| https://m.v.qq.com/index.html  | com/just/agentweb/sample/fragment/EasyWebFragment.java  |
| https://mobilegw.alipay.com/mgw.htm  | com/alipay/apmobilesecuritysdk/b/a.java  |
| http://mobilegw.aaa.alipay.net/mgw.htm  | com/alipay/apmobilesecuritysdk/b/a.java  |
| http://mobilegw-1-64.test.alipay.net/mgw.htm  | com/alipay/apmobilesecuritysdk/b/a.java  |
| http://mobilegw.stable.alipay.net/mgw.htm  | com/alipay/apmobilesecuritysdk/b/a.java  |
| https://android.bugly.qq.com/rqd/async  | com/tencent/bugly/crashreport/common/strategy/StrategyBean.java  |
| https://h.trace.qq.com/kv  | com/tencent/bugly/proguard/ad.java  |
| https://astat.bugly.qcloud.com/rqd/async  | com/tencent/bugly/proguard/ac.java  |
| https://astat.bugly.cros.wr.pvp.net/:8180/rqd/async  | com/tencent/bugly/proguard/ac.java  |
| http://schemas.android.com/apk/res-auto  | y/C0737d.java  |
| https://mobilegw.alipay.com/mgw.htm  | Ya/a.java  |
| https://mobilegw.alipaydev.com/mgw.htm  | Ya/a.java  |
| http://m.alipay.com/?action=h5quit  | Ya/a.java  |
| https://wappaygw.alipay.com/home/exterfaceAssign.htm?  | Ya/a.java  |
| https://mclient.alipay.com/home/exterfaceAssign.htm?  | Ya/a.java  |
| https://819765.com/  | Mogua Engine V1  |

### **4.3 邮箱线索**

### **4.4 手机号线索**

| 手机号 | 所在文件 |
| --- | --- |
| 14004450452  | com/just/agentweb/sample/activity/NativeDownloadActivity.java  |

## **5. 签名证书**

**APK已签名 v1 签名: True v2 签名: True v3 签名: False 找到 1 个唯一证书 主题: C=CN, ST=aa, L=aa, O=aa, OU=aa, CN=aa 签名算法: rsassa\_pkcs1v15 有效期自: 2022-06-20 13:43:32+00:00 有效期至: 2122-05-27 13:43:32+00:00 发行人: C=CN, ST=aa, L=aa, O=aa, OU=aa, CN=aa 序列号: 0x72ae2125 哈希算法: sha256 md5值: 03552269caa5fe869fb8700a264b50ef sha1值: 15273cf7e71d733d1eb9137f193af91445eb190b sha256值: 6efa2dac96bb1d36cc08eb72d7a1c92a5c8fd360a70042a722ac4e5c4bbdc368 sha512值: 8b2321dacc263a219a777132ebbbd8c5532d3bf7d6cde16dd9fcd5ed94a271f4e13ffe6a6cbeef3c8973eef041beeab587b53e5a82638501f1788da6e8b94d2a 公钥算法: rsa 密钥长度: 2048 指纹: 3ed0706c577127f4542751d83f9b4547cbd0f1f016da375112c8a5a890791117**

## **6. 硬编码敏感信息**

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看  |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看  |  |  |

## **9. 此APP的危险动作**

| 向手机申请的权限 | 是否危险 | 类型  | 详细情况 |
| --- | --- | --- | --- |
| android.permission.INTERNET | 正常 | 互联网接入 | 允许应用程序创建网络套接字 |
| android.permission.WRITE\_EXTERNAL\_STORAGE | 危险 | 读取/修改/删除外部存储内容 | 允许应用程序写入外部存储 |
| android.permission.READ\_EXTERNAL\_STORAGE | 危险 | 读取外部存储器内容 | 允许应用程序从外部存储读取 |
| android.permission.ACCESS\_NETWORK\_STATE | 正常 | 查看网络状态 | 允许应用程序查看所有网络的状态 |
| android.permission.ACCESS\_FINE\_LOCATION | 危险 | 精细定位（GPS） | 访问精细位置源,例如手机上的全球定位系统,如果可用。恶意应用程序可以使用它来确定您的位置,并可能消耗额外的电池电量 |
| android.permission.ACCESS\_COARSE\_LOCATION | 危险 | 粗定位 | 访问粗略位置源,例如移动网络数据库,以确定大概的电话位置（如果可用）。恶意应用程序可以使用它来确定您的大致位置 |
| android.permission.READ\_PHONE\_STATE | 危险 | 读取电话状态和身份 | 允许应用访问设备的电话功能。具有此权限的应用程序可以确定此电话的电话号码和序列号,呼叫是否处于活动状态,呼叫所连接的号码等 |
| android.permission.ACCESS\_WIFI\_STATE | 正常 | 查看Wi-Fi状态 | 允许应用程序查看有关 Wi-Fi 状态的信息 |
| android.permission.CAMERA | 危险 | 拍照和录像 | 允许应用程序用相机拍照和录像。这允许应用程序收集相机随时看到的图像 |
| android.permission.REQUEST\_INSTALL\_PACKAGES | 危险 | 允许应用程序请求安装包。 | 恶意应用程序可以利用它来尝试诱骗用户安装其他恶意软件包。 |
| android.permission.READ\_LOGS | 危险 | 读取敏感日志数据 | 允许应用程序从系统读小号各种日志文件。这使它能够发现有关您使用手机做什么的一般信息,可能包括个人或私人信息 |

## **10. 应用内通信**

| 活动(ACTIVITY) | 通信(INTENT) |
| --- | --- |
| com.just.agentweb.sample.activity.ExternalActivity | **Schemes**: agentweb://, **Hosts:** sample.just.com,  |

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**