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**HPL-200X（ 0.15.6.17.4版本）
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | HPL-200X |
| 版本 | 0.15.6.17.4 |
| 包名 | com.example.hpl\_200x |
| 域名线索 | 3条 |
| URL线索 | 4条 |
| APP图标 |  |
| 分析日期 | 2025年6月23日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | hpl-200x.apk |
| 文件大小 | 4.37MB |
| MD5值 | c0d3ab200cb6bef9f5bd5aa88242f5ad |
| SHA1值 | 7c259c7493a2e5c2685b8280627ede1b5011fca7 |
| SHA256值 | 121cf9d839892eb05549834c5bfcd1ca4ba3090bee6a6be27860a3d7ef87df2b |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | HPL-200X |
| 包名 | com.example.hpl\_200x |
| 主活动Activity | com.example.hpl\_200x.activity.WelAct |
| 安卓版本名称 | 0.15.6.17.4 |
| 安卓版本 | 1 |

## **4. 线索情况**

### **4.1 域名线索**

| 域名 | 服务器信息 |
| --- | --- |
| www.amazon.co.uk | IP: 3.164.115.223 所属国家: United States of America 地区: Washington 城市: Seattle  |
| www.andykhan.com | IP: 213.171.195.105 所属国家: United Kingdom of Great Britain and Northern Ireland 地区: England 城市: Gloucester  |
| github.com | IP: 20.205.243.166 所属国家: Singapore 地区: Singapore 城市: Singapore  |

### **4.2 URL线索**

| URL信息 | Url所在文件 |
| --- | --- |
| https://github.com/ReactiveX/RxJava/wiki/What's-different-in-2.0  | e/a/a/c/e.java  |
| http://www.andykhan.com/jexcelapi/index.html  | jxl/read/biff/HyperlinkRecord.java  |
| http://www.andykhan.com/jexcelapi/index.html  | jxl/demo/ReadWrite.java  |
| http://www.andykhan.com/jexcelapi\  | jxl/demo/Write.java  |
| http://www.amazon.co.uk/exec/obidos/ASIN/0571058086qid=1099836249/sr=1-3/ref=sr\_1\_11\_3/202-6017285-1620664\  | jxl/demo/Write.java  |
| http://www.andykhan.com/jexcelapi  | jxl/demo/Write.java  |
| http://www.amazon.co.uk/exec/obidos/ASIN/0571058086/qid=1099836249/sr=1-3/ref=sr\_1\_11\_3/202-6017285-1620664  | jxl/demo/Write.java  |

### **4.3 邮箱线索**

### **4.4 手机号线索**

## **5. 签名证书**

**APK已签名 v1 签名: True v2 签名: True v3 签名: False 找到 1 个唯一证书 主题: C=c, ST=hz, L=hz, O=hpgs, OU=hpgs, CN=hpgs 签名算法: rsassa\_pkcs1v15 有效期自: 2021-04-28 02:19:26+00:00 有效期至: 2121-04-04 02:19:26+00:00 发行人: C=c, ST=hz, L=hz, O=hpgs, OU=hpgs, CN=hpgs 序列号: 0x2a49302f 哈希算法: sha256 md5值: 0f5844c09a557e9405a8f329ffa5e3a5 sha1值: 603391cca18c885c768dc729a455bc94500be1cc sha256值: 21390092f06102f613976c4e44cdcb3a3bbc05db52156d3a8e1438344eeeaaa8 sha512值: e8284e1317ccc4e42916cfd5d26a38293e0a0f63b6bc5768f9d2b2dbc666b3b25228654f223dab17e22a3e987d788d84142d58f513ac157b76077706295fc93b 公钥算法: rsa 密钥长度: 1024 指纹: ce82af79cf419b699606b5adfd25df21d63baa5b7dd418dfa889334a1605fa17**

## **6. 硬编码敏感信息**

| 可能的敏感信息 |
| --- |
| "bug\_modify\_password" : "修改调试密码"  |
| "input\_password" : "输入密码"  |
| "bug\_modify\_password" : "Modify the trial password"  |
| "input\_password" : "Input Password"  |

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看  |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看  |  |  |

## **9. 此APP的危险动作**

| 向手机申请的权限 | 是否危险 | 类型  | 详细情况 |
| --- | --- | --- | --- |
| android.permission.INTERNET | 正常 | 互联网接入 | 允许应用程序创建网络套接字 |
| android.permission.BLUETOOTH | 正常 | 创建蓝牙连接 | 允许应用程序连接到配对的蓝牙设备 |
| android.permission.BLUETOOTH\_ADMIN | 正常 | 蓝牙管理 | 允许应用程序发现和配对蓝牙设备。  |
| android.permission.ACCESS\_FINE\_LOCATION | 危险 | 精细定位（GPS） | 访问精细位置源,例如手机上的全球定位系统,如果可用。恶意应用程序可以使用它来确定您的位置,并可能消耗额外的电池电量 |
| android.permission.ACCESS\_WIFI\_STATE | 正常 | 查看Wi-Fi状态 | 允许应用程序查看有关 Wi-Fi 状态的信息 |
| android.permission.WRITE\_EXTERNAL\_STORAGE | 危险 | 读取/修改/删除外部存储内容 | 允许应用程序写入外部存储 |
| android.permission.READ\_EXTERNAL\_STORAGE | 危险 | 读取外部存储器内容 | 允许应用程序从外部存储读取 |
| android.permission.READ\_PRIVILEGED\_PHONE\_STATE | 未知 | Unknown permission | Unknown permission from android reference |

## **10. 应用内通信**

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**