Evaluation Warning: The document was created with Spire.Doc for Python.

**TVS（ 1.0.0版本）   
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。  
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | TVS |
| 版本 | 1.0.0 |
| 包名 | com.example.tvs |
| 域名线索 | 5条 |
| URL线索 | 9条 |
| APP图标 |  |
| 分析日期 | 2025年7月1日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | app-release.apk |
| 文件大小 | 31.82MB |
| MD5值 | b67571e867ae55a021c34a7e7ba873d9 |
| SHA1值 | aa93b7f09ef0850b50bbec0d60e2a967ff690311 |
| SHA256值 | 2d13d08773919039420f6275f048583c4faec1dddd617d0baefad1af5290e847 |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | TVS |
| 包名 | com.example.tvs |
| 主活动Activity | com.example.tvs.MainActivity |
| 安卓版本名称 | 1.0.0 |
| 安卓版本 | 1 |

## **4. 线索情况**

### **4.1 域名线索**

| 域名 | 服务器信息 |
| --- | --- |
| issuetracker.google.com | IP: 142.251.33.78  所属国家: Canada  地区: Ontario  城市: Toronto |
| docs.flutter.dev | IP: 199.36.158.100  所属国家: United States of America  地区: California  城市: Mountain View |
| schemas.android.com | 没有服务器地理信息. |
| ns.adobe.com | 没有服务器地理信息. |
| github.com | IP: 20.205.243.166  所属国家: Singapore  地区: Singapore  城市: Singapore |

### **4.2 URL线索**

| URL信息 | Url所在文件 |
| --- | --- |
| https://issuetracker.google.com/issues/new?component=618491&template=1257717 | K1/F5.java |
| http://schemas.android.com/apk/res/android | T/b.java |
| https://docs.flutter.dev/deployment/android | B2/g.java |
| https://issuetracker.google.com/issues/new?component=907884&template=1466542 | a3/C0416A.java |
| https://issuetracker.google.com/issues/new?component=907884&template=1466542 | k0/M.java |
| https://issuetracker.google.com/issues/241760537 | k0/a0.java |
| https://issuetracker.google.com/issues/new?component=907884&template=1466542 | k0/C0861s.java |
| http://ns.adobe.com/xap/1.0/\u0000 | p0/h.java |
| https://github.com/Baseflow/flutter-permission-handler/issues | S0/b.java |

### **4.3 邮箱线索**

| 邮箱地址 | 所在文件 |
| --- | --- |
| u0013android@android.com0  u0013android@android.com | s1/j.java |

### **4.4 手机号线索**

## **5. 签名证书**

**APK已签名 v1 签名: True v2 签名: True v3 签名: False 找到 1 个唯一证书 主题: CN=Android Debug, O=Android, C=US 签名算法: rsassa\_pkcs1v15 有效期自: 2024-03-21 05:10:19+00:00 有效期至: 2054-03-14 05:10:19+00:00 发行人: CN=Android Debug, O=Android, C=US 序列号: 0x1 哈希算法: sha1 md5值: 3c5a977a0493530e79d74da4952bac35 sha1值: 27b8d9400b8bfa056d4c58d34edf35e4dd809c7c sha256值: 9a4c03273bc93be97a52e4b482d7e6d4d8febb6b224ba681d4b4dbd5a7c43462 sha512值: c0396d078e8fc875429f6add4a2d52d1e839c802730a9681d4ebe8cc08e3d065ccc08e2005395d70aa133cd665d1e45cb58d1c572965fd94ecc554399ebf6a02 公钥算法: rsa 密钥长度: 2048 指纹: d9934cd1deb3775b30c22e7b5faa90f187297ce204b1c757973bd668f01afce6**

## **6. 硬编码敏感信息**

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看 |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看 |  |  |

## **9. 此APP的危险动作**

| 向手机申请的权限 | 是否危险 | 类型 | 详细情况 |
| --- | --- | --- | --- |
| android.permission.INTERNET | 正常 | 互联网接入 | 允许应用程序创建网络套接字 |
| android.permission.CALL\_PHONE | 危险 | 直接拨打电话号码 | 允许应用程序在没有您干预的情况下拨打电话号码。恶意应用程序可能会导致您的电话账单出现意外呼叫。请注意,这不允许应用程序拨打紧急电话号码 |
| android.permission.ACCESS\_FINE\_LOCATION | 危险 | 精细定位（GPS） | 访问精细位置源,例如手机上的全球定位系统,如果可用。恶意应用程序可以使用它来确定您的位置,并可能消耗额外的电池电量 |
| android.permission.ACCESS\_COARSE\_LOCATION | 危险 | 粗定位 | 访问粗略位置源,例如移动网络数据库,以确定大概的电话位置（如果可用）。恶意应用程序可以使用它来确定您的大致位置 |
| android.permission.CAMERA | 危险 | 拍照和录像 | 允许应用程序用相机拍照和录像。这允许应用程序收集相机随时看到的图像 |
| com.example.tvs.DYNAMIC\_RECEIVER\_NOT\_EXPORTED\_PERMISSION | 未知 | Unknown permission | Unknown permission from android reference |
| android.permission.ACCESS\_NETWORK\_STATE | 正常 | 查看网络状态 | 允许应用程序查看所有网络的状态 |

## **10. 应用内通信**

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**