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**NoyAcg（版本）   
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。  
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | NoyAcg |
| 版本 |  |
| 包名 | asia.noy.now |
| 域名线索 | 1条 |
| URL线索 | 2条 |
| APP图标 |  |
| 分析日期 | 2025年7月16日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | 2.4-B2\_obfuscated.apk |
| 文件大小 | 26.32MB |
| MD5值 | 60565b1e8ea09f284e55c0084d1353f0 |
| SHA1值 | c7343f2174ac49c9ebed5c3f2153e41293173458 |
| SHA256值 | 3098393b44321141c9efbe47aef16c42721cdb1279dcd9ec135e7fdb75a06ca2 |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | NoyAcg |
| 包名 | asia.noy.now |
| 主活动Activity |  |
| 安卓版本名称 |  |
| 安卓版本 |  |

## **4. 线索情况**

### **4.1 域名线索**

| 域名 | 服务器信息 |
| --- | --- |
| ns.adobe.com | 没有服务器地理信息. |

### **4.2 URL线索**

| URL信息 | Url所在文件 |
| --- | --- |
| http://ns.adobe.com/xap/1.0/ | lib/armeabi-v7a/libstatic-webp.so |
| http://ns.adobe.com/xap/1.0/ | lib/armeabi-v7a/libnative-imagetranscoder.so |

### **4.3 邮箱线索**

### **4.4 手机号线索**

| 手机号 | 所在文件 |
| --- | --- |
| 17400008799 | com/reactnativecommunity/asyncstorage/ReactDatabaseSupplier.java |
| 17009622570 | com/swmansion/gesturehandler/react/RNGestureHandlerRootHelper.java |
| 14214379658 | com/reactnative/ivpusic/imagepicker/PickerModule.java |
| 14381642001 | com/RNFetchBlob/RNFetchBlobConfig.java |

## **5. 签名证书**

**APK is signed v1 signature: True v2 signature: True v3 signature: True Found 1 unique certificates Subject: C=HK, ST=TsuenWan, L=HongKong, O=NoyTeam, OU=NoyTeam, CN=NoyTeam Signature Algorithm: rsassa\_pkcs1v15 Valid From: 2022-01-25 09:40:54+00:00 Valid To: 2024-10-21 09:40:54+00:00 Issuer: C=HK, ST=TsuenWan, L=HongKong, O=NoyTeam, OU=NoyTeam, CN=NoyTeam Serial Number: 0x5fce45bb Hash Algorithm: sha256 md5: 760c0841d5e7e175c9c7b0446a2cde12 sha1: 73e9b24b0f2714e453b007ed4ae5801b402e0c4a sha256: d84c254ef95c697e91ca3cae87e5cb5a2129125e5a077706f022e90a4b2bed4f sha512: 97e528b95307c8299a27bef209a494456f984f9dc4e745e5cd1c053d45fb514add82ebad4a5197dd61e2a0f38e5c9055997c19d066e365170c393649ed3ee335 PublicKey Algorithm: rsa Bit Size: 2048 Fingerprint: b62e5fd090a9f82be035ede27d354a8fcf48648d206d7d47c8bd891a25e89a22**

## **6. 硬编码敏感信息**

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看 |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看 |  |  |

## **9. 此APP的危险动作**

| 向手机申请的权限 | 是否危险 | 类型 | 详细情况 |
| --- | --- | --- | --- |
|  | 未知 | Unknown permission | Unknown permission from android reference |

## **10. 应用内通信**

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**