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**一个（ 2.2.4版本）   
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。  
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | 一个 |
| 版本 | 2.2.4 |
| 包名 | com.hihanhan.one.rt45 |
| 域名线索 | 48条 |
| URL线索 | 52条 |
| APP图标 |  |
| 分析日期 | 2025年9月29日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | Android\_OneApp\_v2.2.4\_b9\_Release\_09272\_jiagu\_sign.apk |
| 文件大小 | 29.09MB |
| MD5值 | 593754757cfeea7e256fb8d426822873 |
| SHA1值 | 04a0ee51014f527a62f982a88b76398f3cda41ad |
| SHA256值 | 66e7838db144cadf5ed84cfa5e017c9804cab0264ca473c085acedde4ad92719 |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | 一个 |
| 包名 | com.hihanhan.one.rt45 |
| 主活动Activity | com.hihanhan.one.ui.page.splash.SplashActivity |
| 安卓版本名称 | 2.2.4 |
| 安卓版本 | 2007010048 |

## **4. 线索情况**

### **4.1 域名线索**

| 域名 | 服务器信息 |
| --- | --- |
| www.umeng.com | IP: 59.82.31.92  所属国家: China  地区: Beijing  城市: Beijing |
| wup.imtt.qq.com | IP: 42.187.184.221  所属国家: China  地区: Beijing  城市: Beijing |
| graph.qq.com | IP: 175.27.9.14  所属国家: China  地区: Beijing  城市: Beijing |
| debugx5.qq.com | IP: 175.27.9.46  所属国家: China  地区: Beijing  城市: Beijing |
| qzs.qq.com | IP: 182.254.52.119  所属国家: China  地区: Guangdong  城市: Shenzhen |
| alogus.umeng.com | IP: 223.109.148.176  所属国家: China  地区: Beijing  城市: Beijing |
| log.tbs.qq.com | IP: 109.244.244.37  所属国家: China  地区: Beijing  城市: Beijing |
| debugtbs.qq.com | IP: 175.27.9.46  所属国家: China  地区: Beijing  城市: Beijing |
| schemas.android.com | 没有服务器地理信息. |
| pslog.umeng.com | IP: 59.82.31.92  所属国家: China  地区: Beijing  城市: Beijing |
| cfg.imtt.qq.com | IP: 175.27.12.246  所属国家: China  地区: Beijing  城市: Beijing |
| openmobile.qq.com | IP: 175.27.9.14  所属国家: China  地区: Beijing  城市: Beijing |
| ulogs.umeng.com | IP: 223.109.148.130  所属国家: China  地区: Beijing  城市: Beijing |
| errlog.umeng.com | IP: 223.109.148.143  所属国家: China  地区: Beijing  城市: Beijing |
| google.github.io | IP: 185.199.110.153  所属国家: United States of America  地区: Pennsylvania  城市: California |
| mqqad.html5.qq.com | IP: 0.0.0.1  所属国家: -  地区: -  城市: - |
| soft.tbs.imtt.qq.com | IP: 220.194.122.242  所属国家: China  地区: Tianjin  城市: Tianjin |
| c.umsns.com | IP: 59.82.29.163  所属国家: China  地区: Zhejiang  城市: Hangzhou |
| huatuocode.huatuo.qq.com | 没有服务器地理信息. |
| login.sina.com.cn | IP: 49.7.36.224  所属国家: China  地区: Beijing  城市: Beijing |
| mdc.html5.qq.com | IP: 175.27.9.46  所属国家: China  地区: Beijing  城市: Beijing |
| mobile.umeng.com | IP: 59.82.31.154  所属国家: China  地区: Beijing  城市: Beijing |
| cgi.connect.qq.com | IP: 175.27.9.14  所属国家: China  地区: Beijing  城市: Beijing |
| log.umsns.com | IP: 59.82.31.95  所属国家: China  地区: Beijing  城市: Beijing |
| qqcandroid-3ff07.firebaseio.com | IP: 34.120.160.131  所属国家: United States of America  地区: Missouri  城市: Kansas City |
| oauth2.umeng.com | IP: 59.82.31.154  所属国家: China  地区: Beijing  城市: Beijing |
| github.com | IP: 20.205.243.166  所属国家: United States of America  地区: Washington  城市: Redmond |
| aaid.umeng.com | IP: 218.91.197.67  所属国家: China  地区: Jiangsu  城市: Nantong |
| plbslog.umeng.com | IP: 36.156.202.73  所属国家: China  地区: Beijing  城市: Beijing |
| service.weibo.com | IP: 49.7.40.134  所属国家: China  地区: Beijing  城市: Beijing |
| ouplog.umeng.com | IP: 47.246.110.93  所属国家: Hong Kong  地区: Hong Kong  城市: Hong Kong |
| alogsus.umeng.com | IP: 223.109.148.177  所属国家: China  地区: Beijing  城市: Beijing |
| api.weixin.qq.com | IP: 109.244.145.152  所属国家: China  地区: Beijing  城市: Beijing |
| developer.umeng.com | IP: 59.82.112.112  所属国家: China  地区: Zhejiang  城市: Hangzhou |
| long.open.weixin.qq.com | IP: 109.244.216.15  所属国家: China  地区: Beijing  城市: Beijing |
| api.weibo.com | IP: 49.7.37.118  所属国家: China  地区: Beijing  城市: Beijing |
| fusion.qq.com | IP: 175.27.9.24  所属国家: China  地区: Beijing  城市: Beijing |
| pre-c.umsns.com | IP: 59.82.29.44  所属国家: China  地区: Zhejiang  城市: Hangzhou |
| appsupport.qq.com | IP: 175.27.9.14  所属国家: China  地区: Beijing  城市: Beijing |
| errlogos.umeng.com | IP: 47.246.110.96  所属国家: Hong Kong  地区: Hong Kong  城市: Hong Kong |
| open.weibo.cn | IP: 49.7.37.118  所属国家: China  地区: Beijing  城市: Beijing |
| open.weixin.qq.com | IP: 175.24.219.72  所属国家: China  地区: Beijing  城市: Beijing |
| pms.mb.qq.com | IP: 175.27.12.246  所属国家: China  地区: Beijing  城市: Beijing |
| playready.directtaps.net | IP: 40.70.71.156  所属国家: United States of America  地区: Virginia  城市: Boydton |
| schemas.microsoft.com | IP: 13.107.237.49  所属国家: United States of America  地区: Washington  城市: Redmond |
| ai.login.umeng.com | IP: 59.82.29.248  所属国家: China  地区: Zhejiang  城市: Hangzhou |
| i.open.t.sina.com.cn | IP: 10.22.21.203  所属国家: -  地区: -  城市: - |
| ulogs.umengcloud.com | IP: 223.109.148.176  所属国家: China  地区: Beijing  城市: Beijing |

### **4.2 URL线索**

| URL信息 | Url所在文件 |
| --- | --- |
| https://google.github.io/dagger/testing | dagger/android/AndroidInjector.java |
| http://schemas.android.com/apk/res/android | pl/droidsonroids/gif/GifTextView.java |
| http://schemas.android.com/apk/res/android | pl/droidsonroids/gif/GifViewUtils.java |
| http://schemas.android.com/apk/res/android | pl/droidsonroids/gif/GifTextureView.java |
| https://login.sina.com.cn/visitor/signin | com/weibo/ssosdk/WeiboSsoSdk.java |
| https://github.com/lingochamp/FileDownloader/wiki/filedownloader.properties | com/liulishuo/filedownloader/services/BaseFileServiceUIGuard.java |
| https://service.weibo.com/share/mobilesdk.php | com/sina/weibo/sdk/web/WebActivity.java |
| https://open.weibo.cn/oauth2/authorize? | com/sina/weibo/sdk/web/WebActivity.java |
| https://service.weibo.com/share/mobilesdk.php | com/sina/weibo/sdk/web/b/d.java |
| https://service.weibo.com/share/mobilesdk\_uppic.php | com/sina/weibo/sdk/b/e.java |
| http://i.open.t.sina.com.cn/mobilesdk/sendmessage.php | com/sina/weibo/sdk/b/d.java |
| https://api.weibo.com/oauth2/access\_token | com/sina/weibo/sdk/b/f.java |
| https://open.weibo.cn/oauth2/authorize? | com/sina/weibo/sdk/auth/a.java |
| https://aaid.umeng.com/api/postZdata | com/umeng/umzid/ZIDManager.java |
| https://aaid.umeng.com/api/updateZdata | com/umeng/umzid/ZIDManager.java |
| https://plbslog.umeng.com | com/umeng/commonsdk/stateless/a.java |
| https://ulogs.umeng.com | com/umeng/commonsdk/stateless/a.java |
| https://ouplog.umeng.com | com/umeng/commonsdk/stateless/a.java |
| https://ulogs.umeng.com | com/umeng/commonsdk/statistics/UMServerURL.java |
| https://alogus.umeng.com | com/umeng/commonsdk/statistics/UMServerURL.java |
| https://alogsus.umeng.com | com/umeng/commonsdk/statistics/UMServerURL.java |
| https://ulogs.umengcloud.com | com/umeng/commonsdk/statistics/UMServerURL.java |
| https://pslog.umeng.com | com/umeng/commonsdk/vchannel/a.java |
| https://pslog.umeng.com/ | com/umeng/commonsdk/vchannel/a.java |
| https://developer.umeng.com/docs/66632/detail/ | com/umeng/commonsdk/debug/UMLogUtils.java |
| http://log.umsns.com/link/weixin/download/ | com/umeng/socialize/handler/UMWXHandler.java |
| https://api.weixin.qq.com/sns/oauth2/refresh\_token?appid= | com/umeng/socialize/handler/UMWXHandler.java |
| https://api.weixin.qq.com/sns/oauth2/refresh\_token? | com/umeng/socialize/handler/UMWXHandler.java |
| https://oauth2.umeng.com/oauth/token/acquire? | com/umeng/socialize/handler/UMWXHandler.java |
| https://api.weixin.qq.com/sns/oauth2/access\_token? | com/umeng/socialize/handler/UMWXHandler.java |
| https://api.weixin.qq.com/sns/userinfo?access\_token= | com/umeng/socialize/handler/UMWXHandler.java |
| https://api.weibo.com/2/users/show.json | com/umeng/socialize/handler/SinaSsoHandler.java |
| https://developer.umeng.com/docs/66632/detail/ | com/umeng/socialize/utils/UrlUtil.java |
| https://log.umsns.com/ | com/umeng/socialize/view/OauthDialog.java |
| https://api.weixin.qq.com/sns/auth?access\_token= | com/umeng/socialize/media/WeixinExtra.java |
| https://log.umsns.com/ | com/umeng/socialize/common/SocializeConstants.java |
| https://log.umsns.com/link/qq/download/ | com/umeng/socialize/common/SocializeConstants.java |
| https://log.umsns.com/link/weixin/download/ | com/umeng/socialize/common/SocializeConstants.java |
| http://www.umeng.com/social | com/umeng/socialize/common/SocializeConstants.java |
| https://c.umsns.com/ulink/getRTC | com/umeng/socialize/tracker/a.java |
| https://pre-c.umsns.com/ulink/getRTC | com/umeng/socialize/tracker/a.java |
| https://api.weibo.com/oauth2/revokeoauth2 | com/umeng/socialize/net/DeleteRequest.java |
| https://mobile.umeng.com/images/pic/home/social/img-1.png | com/umeng/socialize/net/LinkcardRequest.java |
| https://api.weibo.com/2/users/show.json | com/umeng/socialize/net/UserinfoRequest.java |
| https://log.umsns.com/ | com/umeng/socialize/net/base/SocializeRequest.java |
| https://ai.login.umeng.com/api/umed/event | com/umeng/socialize/net/analytics/SocialAnalytics.java |
| http://developer.umeng.com/docs/66650/cate/66650 | com/umeng/analytics/pro/i.java |
| http://log.tbs.qq.com/ajax?c=pu&v=2&k= | com/tencent/smtt/utils/n.java |
| http://log.tbs.qq.com/ajax?c=pu&tk= | com/tencent/smtt/utils/n.java |
| http://wup.imtt.qq.com:8080 | com/tencent/smtt/utils/n.java |
| http://log.tbs.qq.com/ajax?c=dl&k= | com/tencent/smtt/utils/n.java |
| http://cfg.imtt.qq.com/tbs?v=2&mk= | com/tencent/smtt/utils/n.java |
| http://log.tbs.qq.com/ajax?c=ul&v=2&k= | com/tencent/smtt/utils/n.java |
| http://mqqad.html5.qq.com/adjs | com/tencent/smtt/utils/n.java |
| http://log.tbs.qq.com/ajax?c=ucfu&k= | com/tencent/smtt/utils/n.java |
| http://soft.tbs.imtt.qq.com/17421/tbs\_res\_imtt\_tbs\_DebugPlugin\_DebugPlugin.tbs | com/tencent/smtt/utils/d.java |
| http://pms.mb.qq.com/rsp204 | com/tencent/smtt/sdk/i.java |
| http://debugtbs.qq.com | com/tencent/smtt/sdk/WebView.java |
| http://debugx5.qq.com | com/tencent/smtt/sdk/WebView.java |
| http://debugtbs.qq.com?10000\ | com/tencent/smtt/sdk/WebView.java |
| http://mdc.html5.qq.com/mh?channel\_id=50079&u= | com/tencent/smtt/sdk/a/c.java |
| http://mdc.html5.qq.com/d/directdown.jsp?channel\_id=11047 | com/tencent/smtt/sdk/b/a/a.java |
| http://mdc.html5.qq.com/d/directdown.jsp?channel\_id=11041 | com/tencent/smtt/sdk/b/a/a.java |
| https://graph.qq.com/oauth2.0/me | com/tencent/connect/UnionInfo.java |
| http://fusion.qq.com/cgi-bin/qzapps/unified\_jump?appid=%1$s&from=%2$s&isOpenAppID=1 | com/tencent/connect/share/QQShare.java |
| http://fusion.qq.com/cgi-bin/qzapps/unified\_jump?appid=%1$s&from=%2$s&isOpenAppID=1 | com/tencent/connect/share/QzoneShare.java |
| http://openmobile.qq.com/oauth2.0/m\_jump\_by\_version? | com/tencent/connect/common/BaseApi.java |
| http://qzs.qq.com/open/mobile/login/qzsjump.html? | com/tencent/connect/common/BaseApi.java |
| https://openmobile.qq.com/oauth2.0/m\_authorize? | com/tencent/connect/auth/AuthAgent.java |
| https://openmobile.qq.com/user/user\_login\_statis | com/tencent/connect/auth/AuthAgent.java |
| https://openmobile.qq.com/v3/user/get\_info | com/tencent/connect/auth/AuthAgent.java |
| http://appsupport.qq.com/cgi-bin/qzapps/mapp\_addapp.cgi | com/tencent/connect/auth/AuthAgent.java |
| http://qzs.qq.com/open/mobile/login/qzsjump.html? | com/tencent/connect/auth/a.java |
| http://qzs.qq.com/open/mobile/request/sdk\_request.html? | com/tencent/open/SocialApiIml.java |
| http://qzs.qq.com/open/mobile/invite/sdk\_invite.html? | com/tencent/open/SocialApiIml.java |
| http://qzs.qq.com/open/mobile/sendstory/sdk\_sendstory\_v1.3.html? | com/tencent/open/SocialApiIml.java |
| http://qzs.qq.com | com/tencent/open/SocialApiIml.java |
| http://cgi.connect.qq.com/qqconnectopen/openapi/policy\_conf | com/tencent/open/utils/f.java |
| https://huatuocode.huatuo.qq.com | com/tencent/open/b/d.java |
| https://open.weixin.qq.com/connect/sdk/qrconnect?appid=%s&noncestr=%s&timestamp=%s&scope=%s&signature=%s | com/tencent/mm/opensdk/diffdev/a/b.java |
| https://long.open.weixin.qq.com/connect/l/qrconnect?f=json&uuid=%s | com/tencent/mm/opensdk/diffdev/a/c.java |
| http://playready.directtaps.net/pr/svc/rightsmanager.asmx | tv/danmaku/ijk/media/exo/demo/SmoothStreamingTestMediaDrmCallback.java |
| http://schemas.microsoft.com/DRM/2007/03/protocols/AcquireLicense | tv/danmaku/ijk/media/exo/demo/SmoothStreamingTestMediaDrmCallback.java |
| https://qqcandroid-3ff07.firebaseio.com | Mogua Engine V1 |
| https://github.com/vinc3m1 | Mogua Engine V1 |
| https://github.com/vinc3m1/RoundedImageView | Mogua Engine V1 |
| https://github.com/vinc3m1/RoundedImageView.git | Mogua Engine V1 |
| https://errlog.umeng.com/api/crashsdk/logcollect | lib/armeabi/libcrashsdk.so |
| https://errlogos.umeng.com/api/crashsdk/logcollect | lib/armeabi/libcrashsdk.so |
| https://errlog.umeng.com | lib/armeabi/libcrashsdk.so |
| https://errlogos.umeng.com | lib/armeabi/libcrashsdk.so |
| https://errlog.umeng.com/api/crashsdk/logcollect | lib/x86/libcrashsdk.so |
| https://errlogos.umeng.com/api/crashsdk/logcollect | lib/x86/libcrashsdk.so |
| https://errlog.umeng.com | lib/x86/libcrashsdk.so |
| https://errlogos.umeng.com | lib/x86/libcrashsdk.so |

### **4.3 邮箱线索**

| 邮箱地址 | 所在文件 |
| --- | --- |
| xiao@2x.png  da@2x.png  叁\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  陆\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  陆\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  四\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  五\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  贰\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  贰\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  壹\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  壹\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  五\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  叁\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| xiao@2x.png  da@2x.png  四\_文案@2x.png  bj@2x.png | Mogua Engine V2 |
| o@netstream.failed | lib/x86/librtmp-jni.so |

### **4.4 手机号线索**

| 手机号 | 所在文件 |
| --- | --- |
| 17179869184 | tv/danmaku/ijk/media/player/IjkMediaMeta.java |

## **5. 签名证书**

**APK已签名 v1 签名: True v2 签名: True v3 签名: False 找到 1 个唯一证书 主题: C=000000, ST=manila, L=makati, O=intech, OU=qqc, CN=one 签名算法: rsassa\_pkcs1v15 有效期自: 2019-11-01 03:59:40+00:00 有效期至: 2044-10-25 03:59:40+00:00 发行人: C=000000, ST=manila, L=makati, O=intech, OU=qqc, CN=one 序列号: 0x57f5520f 哈希算法: sha256 md5值: 0059223eebf802cbf7ce1ff75fd2cc91 sha1值: 23cff980391156f2343f1ea42bdfa304e0ef0532 sha256值: f327488d89d8cfe8c204e58e774cbaa3d1af95c4d415f0a4bb7037d899f3633e sha512值: f426b0b232769f714f20920e45104f03442df9e8d403b46b4e4e4be38078d4cbc97956bcf1f24b4ed78f4e827026967b72b3552f217f5cc58b00cfc9fd063023 公钥算法: rsa 密钥长度: 2048 指纹: 1a59531f707b4d93749680d00f9d3fc1298248ec9c85cc005313515c17e10e8b**

## **6. 硬编码敏感信息**

| 可能的敏感信息 |
| --- |
| "delete\_startup\_password" : "删除启动密码" |
| "firebase\_database\_url" : "https://qqcandroid-3ff07.firebaseio.com" |
| "gesture\_startup\_password" : "手势启动密码" |
| "google\_api\_key" : "AIzaSyDRCnbzmgbr04DppsZNAfm0h5xHtEC-81I" |
| "google\_crash\_reporting\_api\_key" : "AIzaSyDRCnbzmgbr04DppsZNAfm0h5xHtEC-81I" |
| "library\_roundedimageview\_author" : "Vince Mi" |
| "library\_roundedimageview\_authorWebsite" : "https://github.com/vinc3m1" |
| "please\_draw\_original\_startup\_password" : "请绘制原启动密码" |
| "please\_draw\_startup\_password" : "请绘制启动密码" |
| "startup\_password" : "启动密码" |
| "string\_author" : "文 / %1$s" |
| "string\_demand\_author" : "出品 / %1$s" |
| "string\_not\_vip\_user" : "您还不是会员，开通纵享权益" |

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看 |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看 |  |  |

## **9. 此APP的危险动作**

| 向手机申请的权限 | 是否危险 | 类型 | 详细情况 |
| --- | --- | --- | --- |
| android.permission.GET\_PACKAGE\_SIZE | 正常 | 测量应用程序存储空间 | 允许应用程序找出任何包使用的空间 |
| com.android.launcher.permission.READ\_MISS\_INFO | 未知 | Unknown permission | Unknown permission from android reference |
| android.permission.FOREGROUND\_SERVICE | 正常 |  | 允许常规应用程序使用 Service.startForeground。 |
| android.permission.WRITE\_SETTINGS | 危险 | 修改全局系统设置 | 允许应用程序修改系统设定数据。恶意应用可能会损坏你的系统的配置。 |
| android.permission.MOUNT\_UNMOUNT\_FILESYSTEMS | 危险 | 装载和卸载文件系统 | 允许应用程序为可移动存储安装和卸载文件系统 |
| com.huawei.android.launcher.permission.CHANGE\_BADGE | 未知 | Unknown permission | Unknown permission from android reference |
| android.permission.VIBRATE | 正常 | 可控震源 | 允许应用程序控制振动器 |
| android.permission.SYSTEM\_ALERT\_WINDOW | 危险 | 显示系统级警报 | 允许应用程序显示系统警报窗口。恶意应用程序可以接管手机的整个屏幕 |
| android.permission.ACCESS\_COARSE\_LOCATION | 危险 | 粗定位 | 访问粗略位置源,例如移动网络数据库,以确定大概的电话位置（如果可用）。恶意应用程序可以使用它来确定您的大致位置 |
| android.permission.ACCESS\_FINE\_LOCATION | 危险 | 精细定位（GPS） | 访问精细位置源,例如手机上的全球定位系统,如果可用。恶意应用程序可以使用它来确定您的位置,并可能消耗额外的电池电量 |
| android.permission.ACCESS\_BACKGROUND\_LOCATION | 危险 | 后台访问位置 | 允许应用程序在后台访问位置 |
| android.permission.ACCESS\_LOCATION\_EXTRA\_COMMANDS | 正常 | 访问额外的位置提供程序命令 | 访问额外的位置提供程序命令，恶意应用程序可能会使用它来干扰 GPS 或其他位置源的操作 |
| android.permission.GET\_TASKS | 危险 | 检索正在运行的应用程序 | 允许应用程序检索有关当前和最近运行的任务的信息。可能允许恶意应用程序发现有关其他应用程序的私人信息 |
| android.permission.QUERY\_ALL\_PACKAGES | 正常 |  | 允许查询设备上的任何普通应用程序,无论清单声明如何 |
| android.permission.INTERNET | 正常 | 互联网接入 | 允许应用程序创建网络套接字 |
| android.permission.CAMERA | 危险 | 拍照和录像 | 允许应用程序用相机拍照和录像。这允许应用程序收集相机随时看到的图像 |
| android.permission.ACCESS\_NETWORK\_STATE | 正常 | 查看网络状态 | 允许应用程序查看所有网络的状态 |
| android.permission.WRITE\_EXTERNAL\_STORAGE | 危险 | 读取/修改/删除外部存储内容 | 允许应用程序写入外部存储 |
| android.permission.READ\_EXTERNAL\_STORAGE | 危险 | 读取外部存储器内容 | 允许应用程序从外部存储读取 |
| android.permission.CHANGE\_NETWORK\_STATE | 正常 | 更改网络连接 | 允许应用程序更改网络连接状态。 |
| android.permission.CHANGE\_WIFI\_STATE | 正常 | 更改Wi-Fi状态 | 允许应用程序连接和断开 Wi-Fi 接入点,并对配置的 Wi-Fi 网络进行更改 |
| android.permission.ACCESS\_WIFI\_STATE | 正常 | 查看Wi-Fi状态 | 允许应用程序查看有关 Wi-Fi 状态的信息 |
| android.permission.CHANGE\_WIFI\_MULTICAST\_STATE | 正常 | 允许Wi-Fi多播接收 | 允许应用程序接收不是直接发送到您设备的数据包。这在发现附近提供的服务时很有用。它比非多播模式使用更多的功率 |
| android.permission.READ\_PHONE\_STATE | 危险 | 读取电话状态和身份 | 允许应用访问设备的电话功能。具有此权限的应用程序可以确定此电话的电话号码和序列号,呼叫是否处于活动状态,呼叫所连接的号码等 |
| android.permission.WAKE\_LOCK | 正常 | 防止手机睡眠 | 允许应用程序防止手机进入睡眠状态 |
| android.permission.REQUEST\_INSTALL\_PACKAGES | 危险 | 允许应用程序请求安装包。 | 恶意应用程序可以利用它来尝试诱骗用户安装其他恶意软件包。 |
| android.permission.RECEIVE\_SMS | 危险 | 接收短信 | 允许应用程序接收和处理 SMS 消息。恶意应用程序可能会监视您的消息或将其删除而不向您显示 |
| android.permission.READ\_SMS | 危险 | 阅读短信或彩信 | 允许应用程序读取存储在您的手机或 SIM 卡上的 SMS 消息。恶意应用程序可能会读取您的机密信息 |
| android.permission.RECEIVE\_BOOT\_COMPLETED | 正常 | 开机时自动启动 | 允许应用程序在系统完成启动后立即启动。这可能会使启动手机需要更长的时间,并允许应用程序通过始终运行来减慢整个手机的速度 |

## **10. 应用内通信**

| 活动(ACTIVITY) | 通信(INTENT) |
| --- | --- |
| com.hihanhan.one.ui.page.feedback.FeedbackActivity | **Schemes**: one://,  **Hosts:** com.hihanhan.one,  **Path Prefixes:** /feedback, |

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**