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**无尽暗域（ 3.8.5版本）   
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。  
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | 无尽暗域 |
| 版本 | 3.8.5 |
| 包名 | com.lcgame.wujinanyu |
| 域名线索 | 7条 |
| URL线索 | 7条 |
| APP图标 |  |
| 分析日期 | 2025年6月18日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | 无尽暗域.3.8.5.QQ版.aPK |
| 文件大小 | 85.16MB |
| MD5值 | 4c098aae32f6ebea2a6c684afebe1dfc |
| SHA1值 | 9ad09cf323adcd1b1eadd139bc026581b62a902c |
| SHA256值 | 62108469b680cfc0f4da0b7eb82ccc3d91234e26bded7b851546a3bfcdb47a0b |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | 无尽暗域 |
| 包名 | com.lcgame.wujinanyu |
| 主活动Activity | com.unity3d.player.MainActivity |
| 安卓版本名称 | 3.8.5 |
| 安卓版本 | 385 |

## **4. 线索情况**

### **4.1 域名线索**

| 域名 | 服务器信息 |
| --- | --- |
| www.lanpard.com | IP: 47.115.14.214  所属国家: China  地区: Guangdong  城市: Shenzhen |
| pocket.zhenxiangpa.com | IP: 203.195.134.66  所属国家: China  地区: Beijing  城市: Beijing |
| check.unity.cn | IP: 42.192.32.175  所属国家: China  地区: Beijing  城市: Beijing |
| assetstreaming-content.unity.cn | IP: 49.234.242.188  所属国家: China  地区: Beijing  城市: Beijing |
| android.bugly.qq.com | IP: 124.95.225.169  所属国家: China  地区: Liaoning  城市: Shenyang |
| rqd.uu.qq.com | IP: 60.29.240.104  所属国家: China  地区: Tianjin  城市: Tianjin |
| splash-ads.unitychina.cn | IP: 119.188.149.190  所属国家: China  地区: Shandong  城市: Jinan |

### **4.2 URL线索**

| URL信息 | Url所在文件 |
| --- | --- |
| https://pocket.zhenxiangpa.com/ | ad/y0.java |
| http://rqd.uu.qq.com/rqd/sync | com/tencent/bugly/crashreport/common/strategy/StrategyBean.java |
| http://android.bugly.qq.com/rqd/async | com/tencent/bugly/crashreport/common/strategy/StrategyBean.java |
| http://www.lanpard.com/size.html | com/unity3d/player/MainActivity.java |
| https://check.unity.cn/api/diagnosis | com/unity3d/player/k.java |
| https://check.unity.cn/api/check-license | com/unity3d/player/UnityPlayer.java |
| https://splash-ads.unitychina.cn/webview/release/native/config.json | com/unity3d/splash/services/core/properties/SdkProperties.java |
| https://assetstreaming-content.unity.cn/client\_api | lib/arm64-v8a/libunity.so |

### **4.3 邮箱线索**

| 邮箱地址 | 所在文件 |
| --- | --- |
| 3@9il2cpp.usym | lib/arm64-v8a/libil2cpp.so |
| ftp@example.com | lib/arm64-v8a/libunity.so |

### **4.4 手机号线索**

## **5. 签名证书**

**APK已签名 v1 签名: False v2 签名: True v3 签名: False 找到 1 个唯一证书 主题: C=cn, ST=hunan, L=changsha, O=game, OU=legend, CN=long 签名算法: rsassa\_pkcs1v15 有效期自: 2023-07-09 11:13:19+00:00 有效期至: 2023-10-07 11:13:19+00:00 发行人: C=cn, ST=hunan, L=changsha, O=game, OU=legend, CN=long 序列号: 0x757d9754 哈希算法: sha256 md5值: d67512b30d2d4b6afe9e782e8eace7e2 sha1值: 9dfba610ca5775bb1532894bcf89216550170a5b sha256值: 5dcd667005f0c812343cb3dfedce526708d0c0505cae7b6cf9094c577a3dbc0a sha512值: 83c6f7676e207229f069047f19ee42d9ffff4e97d685718a5e4d2325bd919e34ac1fde449061337ac308cef32a0324b2e77fbf5b12d32cad425c7e4bcecda077 公钥算法: rsa 密钥长度: 2048 指纹: fdea4a1e715354dfc297147bd2e8a73c3c1b5a2a4e14141fb896febe1a2594d5**

## **6. 硬编码敏感信息**

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看 |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看 |  |  |

## **9. 此APP的危险动作**

| 向手机申请的权限 | 是否危险 | 类型 | 详细情况 |
| --- | --- | --- | --- |
| android.permission.ACCESS\_NETWORK\_STATE | 正常 | 查看网络状态 | 允许应用程序查看所有网络的状态 |
| android.permission.INTERNET | 正常 | 互联网接入 | 允许应用程序创建网络套接字 |
| android.permission.READ\_PHONE\_STATE | 危险 | 读取电话状态和身份 | 允许应用访问设备的电话功能。具有此权限的应用程序可以确定此电话的电话号码和序列号,呼叫是否处于活动状态,呼叫所连接的号码等 |
| android.permission.WRITE\_EXTERNAL\_STORAGE | 危险 | 读取/修改/删除外部存储内容 | 允许应用程序写入外部存储 |
| android.permission.ACCESS\_WIFI\_STATE | 正常 | 查看Wi-Fi状态 | 允许应用程序查看有关 Wi-Fi 状态的信息 |
| android.permission.ACCESS\_COARSE\_LOCATION | 危险 | 粗定位 | 访问粗略位置源,例如移动网络数据库,以确定大概的电话位置（如果可用）。恶意应用程序可以使用它来确定您的大致位置 |
| android.permission.REQUEST\_INSTALL\_PACKAGES | 危险 | 允许应用程序请求安装包。 | 恶意应用程序可以利用它来尝试诱骗用户安装其他恶意软件包。 |
| android.permission.GET\_TASKS | 危险 | 检索正在运行的应用程序 | 允许应用程序检索有关当前和最近运行的任务的信息。可能允许恶意应用程序发现有关其他应用程序的私人信息 |
| android.permission.ACCESS\_FINE\_LOCATION | 危险 | 精细定位（GPS） | 访问精细位置源,例如手机上的全球定位系统,如果可用。恶意应用程序可以使用它来确定您的位置,并可能消耗额外的电池电量 |
| android.permission.WAKE\_LOCK | 正常 | 防止手机睡眠 | 允许应用程序防止手机进入睡眠状态 |

## **10. 应用内通信**

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**