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**None（ 1.0版本）
APK分析报告**

## **1. 分析结果概述**

**说明：本分析结果由摸瓜网站自动生成，一共包含以下10类内容：（1）分析结果概述（2）APK文件基本信息（3）APP基本信息（4）线索情况（5）签名证书（6）硬编码敏感信息（7）加壳分析（8）第三方插件（9）此APP的危险动作（10）应用内通信。
\*此分析结果仅供参考，请勿商用。\*。**

| 类别 | 内容 |
| --- | --- |
| APP名称 | None |
| 版本 | 1.0 |
| 包名 | com.example.qimoapp |
| 域名线索 | 1条 |
| URL线索 | 1条 |
| APP图标 |  |
| 分析日期 | 2025年8月2日 |
| 分析平台 | [摸瓜APK反编译平台](https://mogua.co) |

## **2. APK文件基本信息**

| 类别 | 内容 |
| --- | --- |
| 文件名 | base.apk |
| 文件大小 | 6.92MB |
| MD5值 | 33d809b54474b6154311363767e328f0 |
| SHA1值 | 761c9066d9ae038ab0c09fe991c52ffd1e747930 |
| SHA256值 | e359023a2e643c37e8d5ee2c1b1e76e9da51e6727ee52add3d269f1b50d5ff94 |

## **3. APP基本信息**

| 类别 | 内容 |
| --- | --- |
| App名称 | None |
| 包名 | com.example.qimoapp |
| 主活动Activity | com.example.qimoapp.MainActivity |
| 安卓版本名称 | 1.0 |
| 安卓版本 | 1 |

## **4. 线索情况**

### **4.1 域名线索**

| 域名 | 服务器信息 |
| --- | --- |
| api.lolicon.app | IP: 172.67.212.54 所属国家: United States of America 地区: California 城市: San Francisco  |

### **4.2 URL线索**

| URL信息 | Url所在文件 |
| --- | --- |
| https://api.lolicon.app/setu/v2?size=original&size=small  | com/example/qimoapp/PictureFragment.java  |

### **4.3 邮箱线索**

### **4.4 手机号线索**

## **5. 签名证书**

**APK已签名 v1 签名: False v2 签名: True v3 签名: False 找到 1 个唯一证书 主题: CN=Android Debug, O=Android, C=US 签名算法: rsassa\_pkcs1v15 有效期自: 2024-08-27 01:52:51+00:00 有效期至: 2054-08-20 01:52:51+00:00 发行人: CN=Android Debug, O=Android, C=US 序列号: 0x1 哈希算法: sha256 md5值: 939b5f94b8e10db8d2eed2403b0b4f1b sha1值: fd6c6147846eb2234b355c544c5ff8bf36c6b69c sha256值: 02163c86d49b162d6b0ccc07bd579de6847c0cc0931c4ec889aa8141d5f14f12 sha512值: 2fc1c79570cb4391f6fade2ca5bbc996a1d463ddab04143bf7e809e5c2d231a46346948fb5fed2192d90f4cdb830ca475d1889ba7ec94861de14207250b42463 公钥算法: rsa 密钥长度: 2048 指纹: 82502dc04eaba86df6269e85a4899f36c0134376dce91051d363f3e04df8bf29**

## **6. 硬编码敏感信息**

| 可能的敏感信息 |
| --- |
| "failure\_to\_obtain\_authorization\_may\_cause\_some\_functions\_to\_fail\_or\_crash" : "未正确取得授权，可能会导致部分功能失效或闪退"  |

## **7. 加壳分析**

| 加壳类型 | 所属文件 |
| --- | --- |
| 登陆摸瓜网站后查看  |  |

## **8. 第三方插件**

| 名称 | 分类 | URL链接 |
| --- | --- | --- |
| 登陆摸瓜网站后查看  |  |  |

## **9. 此APP的危险动作**

| 向手机申请的权限 | 是否危险 | 类型  | 详细情况 |
| --- | --- | --- | --- |
| android.permission.INTERNET | 正常 | 互联网接入 | 允许应用程序创建网络套接字 |
| android.permission.ACCESS\_NETWORK\_STATE | 正常 | 查看网络状态 | 允许应用程序查看所有网络的状态 |
| android.permission.WRITE\_EXTERNAL\_STORAGE | 危险 | 读取/修改/删除外部存储内容 | 允许应用程序写入外部存储 |
| android.permission.READ\_EXTERNAL\_STORAGE | 危险 | 读取外部存储器内容 | 允许应用程序从外部存储读取 |
| android.permission.MANAGE\_EXTERNAL\_STORAGE | 危险 | 允许应用程序广泛访问范围存储中的外部存储 | 允许应用程序广泛访问范围存储中的外部存储。旨在供少数需要代表用户管理文件的应用程序使用 |
| com.example.qimoapp.DYNAMIC\_RECEIVER\_NOT\_EXPORTED\_PERMISSION | 未知 | Unknown permission | Unknown permission from android reference |

## **10. 应用内通信**

**报告由**  [**摸瓜APK反编译平台**](https://mogua.co)  **自动生成，并非包含所有检测结果，有疑问请联系管理员。**